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Trademarks

Copyright O PLANET Technology Corp. 2003.

Contents subject to revision without prior notice.

PLANET is a registered trademark of PLANET Technology Corp. All other trademarks belong to
their respective owners.

Disclaimer

PLANET Technology does not warrant that the hardware will work properly in all environments and
applications, and makes no warranty and representation, either implied or expressed, with respect to
the quality, performance, merchantability, or fithess for a particular purpose.

PLANET has made every effort to ensure that this User's Manual is accurate; PLANET disclaims
liability for any inaccuracies or omissions that may have occurred.

Information in this User's Manual is subject to change without notice and does not represent a
commitment on the part of PLANET. PLANET assumes no responsibility for any inaccuracies that
may be contained in this User's Manual. PLANET makes no commitment to update or keep current
the information in this User's Manual, and reserves the right to make improvements to this User's
Manual and/or to the products described in this User's Manual, at any time without notice.

If you find information in this manual that is incorrect, misleading, or incomplete, we would appreciate
your comments and suggestions.

FCC Warning

This equipment has been tested and found to comply with the limits for a Class A digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference when the equipment is operated in a commercial environment. This
equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in
accordance with the Instruction manual, may cause harmful interference to radio communications.
Operation of this equipment in a residential area is likely to cause harmful interference in which case
the user will be required to correct the interference at his own expense.

CE Mark Warning
This is a Class A product. In a domestic environment, this product may cause radio interference, in
which case the user may be required to take adequate measures.

Revision

PLANET Intelligent Gigabit / Fast Ethernet Switch User's Manual
FOR MODEL: WGSD-1020
Part No.: 2080-000001-002
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1. INTRODUCTION

1.1 Checklist
Check the contents of your package for following parts:

e WGSD-1020

e User's manual CD

e RS-232 cable

e Power cord

e Quick installation Guide

If any of these pieces are missing or damaged, please contact your dealer immediately, if possible, retain
the carton including the original packing material, and use them against to repack the product in case
there is a need to return it to us for repair.

1.2 About the Switch

The Ethernet Switch is equipped with unshielded twisted-pair (UTP) cable ports providing dedicated 10
or 100Mbps bandwidth. WGSD-1020 supports MDI-X/ MDI convertible on each 10/100 port and 2 Gi-
gabit Switch port that can be used for uplinking to another switch. The dual speed ports use standard
twisted-pair cabling and are ideal for segmenting networks into small, connected sub-networks. Each
100M port can support up to 200Mbps of throughput in full-duplex mode. Each 1000M port can support
up to 2Gbps in Full-duplex mode.

In addition, the Switch is also support 2 Ethernet Gigabit ports to uplink to a server or network backbone.
These Gigabit Switches are designed for Plug and Play installation, allows the network administrator to
simply connect the network and power cables and the Switching/bridging functions begin automatically.

The front panel of these 10/100M plus Gigabit Switches provides LEDs for easy recognition of the switch
operation status and for troubleshooting. These LED indicators display the power status for the system
and Link/Act, 100, for each10/100M port. Link/Act, 1000/100, full-duplex for each Gigabit port.

With its build-in Web-based Management, managing and configuring the WGSD-1020 Intelligent Switch
becomes easier.

From cabinet management to port-level control and monitoring, you can visually configure and manage
your network via Web Browser, just click your mouse instead of typing cryptic command strings. How-
ever, the WGSD-1020 Intelligent Switch can also be managed via Console, or third-party SNMP
Management.

1.3 Features

o Complies with the IEEE802.3 Ethernet, IEEE802.3u Fast Ethernet and IEEE802.3ab Gigabit Ethernet
standard.

¢ Features Store-and-Forward mode with wire-speed filtering and forwarding rates.

o Full/ Half-Duplex capability on each 10/100Base-TX port, Full Duplex only on each 1000Base-T port.
& Automatic source address learning and aging.

& Support 8K MAC addresses.

& Support total 1Mbit packet buffers with dynamic allocation.

o IEEE802.3x compliant full-duplex flow control, half-duplex flow control.

& Broadcast storm control, runt and CRC Filtering eliminate erroneous packets to optimize the network
bandwidth.

o Complies with IEEE 802.1p QoS / GARP
¢ VLAN support:

- Port-based VLAN

- 802.1Q tagged VLAN with GVRP
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Support IGMP V1.0

Support LACP IEEE 802.3ad Port Trunking

Support MAC address filtering

Complies with IEEE 802.1d Spanning Tree

Support port sniffer function

SNMP agent: - MIB 2 (RFC-1213)

- Bridge MIB (RFC-1493)

- Ethernet MIB (RFC-1643)

- RMON MIB (RFC-1493) — statistics, history, alarms, and events
Support to handle up to 1522 bytes packet

One RS232 port as local control console

Telnet remote control console

Web browser based on HTTP server

TFTP/Xmodem software upgrade capability

Internal power supply

LED indicators for simple diagnostics and management
Auto MDI/ MDI-X on each port
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2. HARDWARE DESCRIPTION

This section describes the hardware features of the Giga Switch. For easier management and control of the
switch, familiarize yourself with its display indicators, and ports. Front panel illustrations in this chapter display
the unit LED indicators. Before connecting any network device to the Switch, read this chapter carefully.

2.1 Front Panel

The unit front panel provides a simple interface monitoring the switching. It includes a power indicator for

o O
WGSD-1020 pwr 1

each port.

O PLANET 2 4 5 8 10/100/1000Mbps
puner T T Inteligent Bihernet Switch
O O O O LNK/ACT — 1000Base-T —

00 0 0w O oy

000 O uwner LH AL HJL HJL HJ O o 010w

O 0O O wo O FDxX O FDx

3 5 7 1 3 5 7

9 10

Figure 1: WGSD-1020 Switch front panel

LED indicators:

System

Function
PWR Green |Lit on: Power on

Lit off: power off

100Base-TX
LNK/ACT

Function

LNK / ACT |Green
established.

Blink: indicate that the switch is actively sending or
receiving data over that port.

100

LED ‘Color ‘ Function

100 Orange |Each RJ45 station port on the Switch is assigned
one LED for monitoring port "Good Link" and data
traffic. The LED is normally OFF. After the power
on operation, LED will light orange color steadily to
show "Good Link" when port is been connected
with 100Mbps. LED will be off when port is run at
10Mbps.
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1000Base-T
LNK/ACT

Function
LNK /ACT |Green |Lit: indicate the link through that port is successfully
established.

Blink: indicate that the switch is actively sending or
receiving data over that port.

1000/100

LED Function

1000 |Orange |Lit: indicate that connection made through the
corresponding port is running at 1000Mbps.

Lit: indicate that connection made through the
corresponding port is running at 100Mbps.

FDX

Function

Green [Lit: indicate that the connection made through the
corresponding port is running in Full Duplex mode.

Blink: indicate that the connection is experiencing
collisions

2.2 Rear Panel

The rear panel of the Switch indicates an AC inlet power socket, which accepts input power from 100 to
240VAC, 50-60Hz.

100-240V AC
Console
9600, N, 8, 1 50/60 Hz

Figure 2: WGSD-1020 Switch rear panel
Power Notice:

1.The device is a power-required device, it means, it will not work till it is powered. If your networks
should active all the time, please consider using UPS (Uninterrupted Power Supply) for your device. It
will prevent you from network data loss or network downtime.

2.In some area, installing a surge suppression device may also help to protect your switch from being
damaged by unregulated surge or current to the Switch or the power adapter.
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2.3 Hardware Installation

2.3.1 Before start up

Before your installation, please refer to the followings for your cabling:

100Base-TX

All 100Base-TX ports come with auto-negotiation capability. They automatically support 100Base-TX
and 10Base-T networks. Users only need to plug a working network device into one of the 100Base-TX
ports, then turn on the Switch. The port will automatically runs in 10Mbps, 20Mbps, 100Mbps or
200Mbps after the negotiation with the connected device.

1000Base-T

The Switch are with two Gigabit port. This two ports support 10Mbps, 100Mbps and 1000Mbps speed
and also are full-duplex supported.

Cabling

Each 10/100/1000Base-T ports use RJ-45 sockets -- similar to phone jacks -- for connection of un-
shielded twisted-pair cable (UTP). The IEEE802.3ab Gigabit Ethernet standard requires 4-pair Category
5/5e UTP cable, IEEE 802.3u Fast Ethernet standard requires Category 5 UTP for 100Mbps
100Base-TX. 10Base-T networks can use Cat.3, 4, or 5 UTP (see table below). Maximum distance is
100meters (328 feet).

Port Type  Cable Type

10Base-T Cat 3, 4, 5, 2-pair RJ-45

100Base-TX |Cat.5 UTP, 2-pair RJ-45

1000Base-T |Cat. 5/5e UTP, 4-pair |RJ-45

Any Ethernet devices like hubs/ PCs can connect to the Switch by using straight-through wires. The eight
10/100Mbps port and two 1000Base-T are auto-MDI/ MDI-X can be used on straight-through or
crossover cable.

2.3.2 Connecting end node or hub or switch

1. Place the Switch on a smooth surface or fasten the mounting brackets purchased separately with
the provided screws in a standard 10°/19” rack.

2. Connect the power cord to the power inlet socket of Switch and the other end into the local power
source outlet.

Connect other switch or PC to one port of the WGSD-1020 using Category 3/4/5 UTP/STP cabling.

Connect another switch or PC to the other port of Switch by following the same process as described
in Step3.
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WGSD-1020

100 meters max.

e ,7!/ v
FNSW-16005 <z v_f“‘“-”\) PC
™~ ey
SE-800

Figure 3. End node or Hub or Switch connection
Notice:
Cable distance for Switch

The cable distance between Ethernet Switch and hub/PC should not exceed 100 meter for
UTP/STP cable.

Make sure the wiring is correct

It can be used Category 3/4/5 cable in 10 Mbps operation. To reliably operate your network at
100Mbps and 1000Mbps, you must use an Unshielded Twisted-Pair (UTP) Category 5 cable, or
better Data Grade cabling. While a Category 3 or 4 cable may initially seem to work, it will soon
cause data loss.

2.3.3 Connecting to Network Backbone or Server

Connect to the Gigabit Ethernet ports with Category 5 copper cable for uplinking to a network
backbone or network server. These ports operate at 1000Mbps in full-duplex mode. A valid con-
nection is indicated when the Link LED is light.

WGSD-1020
. ——
100 meter/
< 100 meters max.
S File Server
FNSW-1600S
Backbone

Figure 4. Network Backbone or Server connection
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3. SWITCH MANAGEMENT

This chapter describes how to manage the Switch. Topics include:
- Overview

- Management methods

- Assigning an IP address to the Switch

- Logging on to the Switch

3.1 Overview

The Switch provides a user-friendly, menu driven console interface. Using this interface, you can per-
form various switch configuration and management activities, including:

- Assigning an IP address

- Configuring Switch settings

- Display console port information
- Configuring each port status

- Configuring Port Trunking

- Setting up packet filters

- Setting up VLAN policy

- Configuring STP and port sniffer
- Configuring SNMP parameters
- TFTP Upgrading software

- Backup Switch configuration

Please refer to the following or Chapter 4 and 5 for the detalils.

3.2 Management Methods
There are three ways to manage the Switch:
- Local Console Management via the Switch serial port.
- Remote Console Management via a network or dial-up connection.
- Web Management via a network or dial-up connection.

- Using an SNMP Network Management Station.

3.2.1 Local Console Management

You can manage the Switch locally by connecting a VT100 terminal, or a personal computer or
workstation with terminal emulation software, to the Switch serial port. The terminal or workstation
connects to the Switch serial port using a null modem cable that has the appropriate connectors on
each end.

This management method is ideal when:

- The network is unreliable

- The Network Manager does not have direct network connection
- A Network Manager does not support SNMP

The serial port of the Switch default setting is set to 9600 baud using a character format of 8 data bits,
no parity, and 1 stop bit.

Therefore, configure the terminal or workstation to use these settings before you log on to the Switch.
You can change this default setting, if desired, after you log on.
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3.2.2 Remote Console Management

You can manage the Switch remotely by having a remote host establish a Telnet connection to the
Switch via an Ethernet or modem link.

Using this management method:
The Switch must have an Internet Protocol (IP) address

The Remote Console Management interface is identical in appearance and functionality to the Local
Console Management interface described in the previous section.

3.2.3 Web Management

You can manage the Switch remotely by having a remote host with web browser, such as Microsoft
Internet Explorer or Netscape Navigator.

Using this management method:
The Switch must have an Internet Protocol (IP) address accessible for the remote host

3.2.4 SNMP Management

You can manage the Switch across a LAN using an SNMP Network Management Station with a
graphical user interface.

This management method lets you monitor statistical counters and set switch parameters from the
remote Network Management Station.

Using this management method:
- The network must run the IP protocol.

- The Switch must have an IP address

3.3 Assigning an IP Address to the Switch

To manage the Switch remotely through the console port or with an SNMP Management Station, you
must assign an IP address to the Switch.

You assign IP address through the IP Settings screen. This procedure is described in Chapter 4, Section
IP Networking. It is strongly recommends you assign an IP address to the default VLAN (VLAN ID = 1) for
Remote Console Management and SNMP Network Management.

3.4 Logging on to the Switch

When you log on to the Switch console port for the first time, a sign-on string appears and you are
prompted for a console login name and password.

Welcome to PLANET WGSD-1020

Intelligent 8 + 2G Manageable Switch

Username: admin
Password:

Copyright 2002 (c) PLANET Technology Corp.

The factory default login name is admin without password. If you desire, you can add password after you
log on.

Download from Www.Somanuals.com. All Manuals Search And Download.



4. CONSOLE INTERFACE

4.1 CONNECT TO PC
RS-232 serial cable

Use the bundled RS-232 serial cable and attach the 9-pin female connector to the male connector on the
switch. Plug the other side of this cable to your PC.

Hyper Terminal

In Windows 95/98/2000/XP, launch “HyperTerminal’, create a new connection, and adjust settings as
below:

§ Emulation: VT-100 compatible
8§ Baud per second: 9600
8 Data bits: 8
8§ Parity: None
§ Stop bits: 1
8§ Flow Control: None
To gain a demo, please see the Figure 4-1.

Puart Settings |

Bitz per zecond: I 9&00 j

[rata bitz: IE LI

Farity: I Mone j

Stap bits: |1 =~

Flaw contral;

Restare Defaultz |

k. I Cancel | Apply |

Figure 4-1 Port Settings for console interface
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4.2 Login in

Login is required to access the command console after the self-test completes successfully. The factory
default user name is "admin" without password. You may change it in the System Menu. To access to
the Main Menu, please always enter the correct user name. (See Figure 4-2)

‘e WGSD-1020 - HyperTerminal

File Edit “iew Call Transfer Help

Welocome to PLAMET WESD-1628
Intelligent & + 26 Manageable Switch

Username:adming

Fassword:

Copyright 2882 (o] PLAMET Technology Corp.

Connected 0:00: 18 Auto detect SE00 B-M-1 SCREOLL |I}‘-‘-F'S -

Figure 4-2 WGSD-1020 login screen

4.3 Main screen
After login the WGSD-1020, the main screen shows as below.

“ g WGSD-1020 - HyperTerminal ] oy ]
File Edit Wiew Call Transfer Help

Main Menu

Shatus unt

Switch Static Configuration
Frotocol Related Configuration
Reboot Switch

Command Line

Logout

—how the status of the = tch.
ab=Mext tem Bac pace=Frew lOUs tem nter=select tem T

Connected 0:02:03 Wuto detect 9600 8-N-1 [SCROLL  [cAps  [NUM  [Capture g

Figure 4-3 WGSD-1020 Main Menu screen

-10 -
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4.3.1 Status and Counters
From the Switch main menu screen (see Figure 4-3), highlight Status and counters and press enter.
The Status and Counters sub-screen in Figure 4-4 appears.

45 WGSD-1020 - HyperTerminal § o ] e

File Edit W“iew Call Transfer Help

PLAMET WGESD-1828 : Status and Counters

Fort Counters

Swstem Information

Main Menu

Lhe < |
ab=Hent temn Backspace=Frewvious ltem nter=zselect tem P

|C|:|nnecteu:| 0:03:41 \Auto detect 9600 B-M-1 [CRoLL  caps |N|_|M |Zapture ;P"

Figure 4-4 Status and Counters sub-screen
This sub-menu contains four items:
Port Status: Please refer to chapter 4.3.1.1.
Port Counters: Please refer to chapter 4.3.1.2
System Information: Please refer to chapter 4.3.1.3

Main Menu: return to main menu.

4.3.1.1 Port Status
Display the status of each port on WGSD-1020.

“ & WGSD-1020 - HyperTerminal ) - 10| x|
File Edit Wew Cal Transfer Help

BEER

PLAMET WESD-10826 @ Port Status

Fort Tupe Enabled Status Made FlowCtyrL
1 168.-188TH Mo Down 188 Full On
2. 16.-188TH Mo Down 1688 Full On
ER 16.-188TH Yes Up 188 Full OFf
4. 16.-188TH Mo Down 1688 Full On
5. 16.-188TH Mo Down 1688 Full On
E. 16.-188TH Mo Down 1688 Full On
T 16.-188TH Mo Down 1688 Full On
8. 168.-188TH Yes Up 188 Full OFf

ab=Mext tem BackSpace=Frewiodls ltem Ly LE=Frewviods menud nter=select tem vl

(Connecked 0:04:07 Bubo detect (9500 8-H-1 [5cROLL [caps  [Num [Capture 4

Figure 4-5 Port Status screen

-11 -
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4.3.1.2 Port Counters
Display the traffic counters of each port on WGSD-1020.

WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

=10l x|

Figure 4-6 Port Counters screen

4.3.1.3 System Information
Display the Switch information.

“& WGSD-1020 - HyperTerminal

File Edit Wew Cal Transfer Help

v
PLAMET WGES0-1828 : Fort Counters '-J
FPort TaGoodPkt TxBadPkt RuaGoodPkt RrEadPkt TwAbort Collision DropPkt
1. g a g g g g g
2. a g g g =) g =)
2. 114 g g g =) g =)
. a g g g =) g =)
. g g g g =) g =)
. g g g g =) g =)
. a g =) g =) g =)
. =0 a 47 a g a 1
Hot ions—> EETREE ___sReset ALL> Prewvious Page’ sMest Fage
WLE e actlon me
ab=Mext Item BackSpace=Frevious Item t=Freviows meny  Enter=Select Iten j
|C|:unnecteu:| 0:05:06 |.ﬁ.ut|:| detect HQE-EIEI g-M-1 [ScROLL |caps |N|_|M [apture 4

=10l x|

FLAMET WGES0-1828 : HManagement Hddress Information

Swstem Description t Intelligent 2+26 Switch
MAC Address 1 BB48538EEE3E

Firmware wersion T BEEZ. 28

Hardware wersion 1 HEEZ. 888

Default config walue wersion @ wBEZE.BEE

sCcEFreviods menud

4

Connected 0:29:25 ko detect (9600 5-N-1 SCROLL |caPs  |uuM

|Capture é

Figure 4-7 System Information screen
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4.3.2 Switch Static Configuration

From the Switch Static Configuration screen (see Figure 4-8), highlight Switch Static Configuration and
press Enter. The Switch Static Configuration sub-screen in Figure 4-9 appears.

“& WGSD-1020 - HyperTerminal ] el

File Edit Wew Cal Transfer Help

Main Menu

Protocol Related Configuration
Reboot Switch

Command Line

Logout

Lont Laure the SwWltch.
ab=Hext tem Eac pace=Freviols ltem nter=select tem j
Connected 0:01:10 Wuko deteck 9600 8-h-1 [SCROLL [CAPS  [NUM  [Capture 4

Figure 4-8 Switch Static Configuration screen

“g WGSD-1020 - HypetrTerminal ' =10 x|
File Edit Wew Cal Transfer Help

BEER

FLAMET WGES0-1820 : Switch Conf iguration

]

Fort % Trunking Configuration
Fort Sniffer Configuration
ULAM Conf iguration

Priority Configuration

MAC Address Conf iguration

Miscz Configuration

Main Menu

Lont laure the susten, IR, ; .
ab=Ment Item BackSpace=Previous ltem nter=Select ltem =

Connected 0:34:46 Auto detect 9600 8-N-1 [3crRoll [caps  [wum  [Capture

Figure 4-9 Switch Static Configuration sub-screen
This sub-menu contains eight items:
Administration Configuration: please refer to chapter 4.3.2.1.
Port & Trunking Configuration: please refer to chapter 4.3.2.2.
Port Sniffer Configuration: please refer to chapter 4.3.2.3.
VLAN Configuration: please refer to chapter 4.3.2.4.
Priority Configuration: please refer to chapter 4.3.2.5
MAC Address Configuration: please refer to chapter 4.3.2.6.
Misc Configuration: please refer to chapter 4.3.2.7

Main Menu: please refer to chapter 4.3.2.8.
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4.3.2.1 Administration Configuration

“ & WGSD-1020 - HyperTerminal =10 x|
File Edit Wew Cal Transfer Help

NEER

FLAMET WESD-1828 = Dewice Conf igur-ation

IF Conf iguration

Change Username

Change Password

Frewvious Menu

Lont lgure the dewice Lntormat lon.
ab=Heut tem Eackopace=Freviods ltem nter=select temn j
\Connected 0:02:15 Atodetect  [8008-N-1 [SCROLL[CAPS nuM [Tepture

Figure 4-10 Device Configuration screen
This sub-menu contains five items:
Device Information: please refer to chapter 4.3.2.1.1
IP Configuration: please refer to chapter 4.3.2.1.2
Change Username: please refer to chapter 4.3.2.1.3
Change Password: please refer to chapter 4.3.2.1.4

Previous Menu: return to previous menu

4.3.2.1.1 Device Information
Display the Device information.

“gWGSD-1020 - HyperTerminal =10 x|
File Edit Wiew Call Transfer Help

FLAMET WES0-1828 @ Dewice Information

Dewvice Mame : PLANET WSSOD-18z28
Oewvice Content =

Dewvice Location :

Oewvice Description : Intelligent B+2G Switch

Hot ions—* dit LS gue LR L
Select ¢
ab=MHeut ltem BackSpacez=Frewious Item BHuit=Frevious menu nter=melect ltem =

Connected 0:00:21 Muto detect 9600 8-N-1 [SCROLL  [CAPS  [MUM  [Capture 4

Figure 4-11 Device Information screen
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4.3.2.1.2 IP Configuration
Press "Edit” to modify the IP address, Subnet Mask and Gateway.

* g WGSD-1020 - HyperTerminal =10 x|
File Edit Wiew Call Transfer Help

FLAMET WGESO-182@ : IF Conf iguration

IF Address @ 192.1638.8.1
Subnet Mask : 2EE.2EE.Z2EE.A

Gateway : 192.1658.8.254
Hot ions—3 <Edit < Saue < it
ab=Mett ltem Backspace—Frevnions [tem U IT=Preuiols mend  Enter—me lect 1hem j
\Connected 0:39:37 Wuto detect (9600 8-h-1 |SCROLL  |caPs  |mUM  |Capture ‘é

Figure 4-12 IP Configuration screen
Press “Tab” to move the cursor to IP Address, Subnet Mask and Gateway to input new value.

After setup completed, press “ctrl-A” to save the current configuration. The following screen in
Figure 4-13 appears.

“gWGSD-1020 - HyperTerminal 10l x|
File Edit Wew Call Tramsfer Help

FLAMET WGSO-1828 : IP Configuration

IF Address @ 192.168.8.1
Subnet Mask : 255.255.255.8
Gateway : 192.1658.8. 254

=

(Connected 0:42:22 Auto detect 9600 8-Hi-1 [SCROLL [caps  [Num [Capture g

Figure 4-13 IP Configuration save successful screen

You need to reboot the Switch to take effect of your IP configuration.

-15 -
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4.3.2.1.3 Change Username

Press “Edit” to input the new username and choose “save” to save the current configuration.

The following screen in Figure 4-14 appears.

“gWGSD-1020 - HyperTerminal 10l x|
File Edit Wew Call Tramsfer Help

FLAMET WGSO-1828 : UserMame Conf iguration.

UserMame @ admin

Hot ions—» QGISE < Sane LUt

o -t
ab=Ment ltem BackipacezFrewious Item Lwit=Frewvious menu nter=select ltem ‘_i

Conmected 0:06:31 Auto detect 9600 8-H-1 |SCROLL  |cAPs  |NUM  [Capture /},:

Figure 4-14 Edit Username Configuration screen

“&WGSD-1020 - HyperTerminal ] =10 x|
File Edit %iew Call Transfer Help

£2

FLAMET WESO-182@ : UserMame Configuration.

UserHame = admin

Hot ions—> SEdity Lgauver LBt

ab=Mewt ltem BackSpace—Prevlols ltem QU IT=Preulods mend  Enter—oe lect 1tem j"’

Conmected 0:04:22 Muto detect (9600 8-h-1 ISCROLL  [CAPS  |wuM  |Caplure f/:

Figure 4-15 Username Configuration save successfully screen
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4.3.2.1.4 Change Password
Allow user to modify the password.

“eWGEG5D-1020 - HyperTerminal

File Edit “iew Call Transfer Help

B
FLAMET WES0-1@028 : Password Conf iguration

Old Password:
Mew password: ###

Enter again :###

E E CoEs st ' Press ey toopeturn!
SCEFreviols Menu

Connected 0:01:27 Auto detect  |9BO0B-N-1  |[SCRCLL [cAPS |

Figure 4-16 Password Configuration screen

Modify the password procedure:

1. Enter old password: empty (Default is no password)
2. Enter new password: * * * ( New password 123)

3. Enter again : ** * ( New password 123)
4

Press “Enter” to apply the new password.( see the Figure 4-16)

-17 -
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4.3.2.2 Port & Trunking Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Port Trunk Configuration

and press enter. The Port Trunk Configuration screen in Figure 4-17 appears.

/& WGSD-1020 - HyperTerminal ' =101 %

File Edit “ew Call Transfer Help

=
FLAKMET WES0-1@828 @ Port % Teunking Configuration
Fort Tupe Enabled Auto Speed<Ouplex Flow Group
Hegot iate Config Control
1. 18.-188TH Yes Enabled 1688 Full Of f
2. 16.-188TH Yes Enabled 1688 Full Of f
2. 16.-188TH Yes Enabled 1688 Full Of f
4. 16.-188TH Yes Enabled 1688 Full Of f
5. 16.-188TH Yes Enabled 1688 Full Of f
E. 16.-188TH Yes Enabled 1688 Full Of f
. 16.-188TH Yes Enabled 1688 Full Of f
= 168.-188TH Yes Enabled 188 Full Of f
Hot ions—* LR it - Lt L8 gue “Prewious Pagel iMeut Pagel>
ab=MHent Item Bac pac revlons ltem B it=Frevious menu nter=Select Item j
(Connected 0:46:03 ko detect (9600 8-N-1 [SCROLL  |caps  NuM  [Capture g

Figure 4-17 Port & Trunking Configuration screen

Press ” Edit” to configure the trunk group. After setup completed, press “ctrl-A” to save the current

configuration. The following screen in Figure 4-18 and 4-19 appears.

“ g WGSD-1020 - HyperTerminal . O] x|
File Edit Wiew Call Transfer Help

i
FLAMET WGES0-1820 @ Port & Trunking Configuration
FPort Tupe Enabled Huto | Speed-Duplex Flow Group
Megot iate Config Control
1. 18-188TH ‘es Enabled 188 Full Off Trkl
Z2. 18-188TH ‘es Enabled 188 Full Off Trkl
3. 18-188TH ‘es Enabled 188 Full Off Trk2
4. 18-188TH ‘es Enabled 188 Full Off Trk2
5. 18-188TH ‘es Enabled 188 Full Off Tek3
&. 18-188TH ‘es Enabled 188 Full Off Trek3
T 18-188TH ‘es Enabled 188 Full Off Trkd
g. 18-188TH ‘Yes Enabled 188 Full Off Trk4
Hot ions—3 LA (T LEdit < Saue <Previous Pagel LMHeut Pagex
U ing now, ple Walt. ..
ab=Mext Item BackSpacezFrevious Item Guit=Freuwious menu nter=Select [tem j
Connected 0:49:34 futo detect (9600 &-N-1 |SCROLL  [cAPS  |NUM  [Capture g

Figure 4-18 Save Port & Trunking Configuration process screen

Download from Www.Somanuals.com. All Manuals Search And Download.

-18 -



WGSD-1020 - HyperTerminal ' - 10| x|

File Edit Wew Cal Transfer Help

o
FLAMET WEsD-1820 2 Port &% Trunking Conf iguration
Fort Tupe Enabled Auto Speed-Duplex F low Group
Hegot iate Config Control
1. 18- 188T s Ves Enabled 1688 Full Off Trkl
= 18- 18ET s ‘e Enabled 1688 Full Off Trkl
EN 18- 18ET s ‘e Enabled 1688 Full Off Trkz
4. 18- 18ET s ‘e Enabled 1688 Full Off Trkz
E. 18- 18ET s ‘e Enabled 1688 Full Off Trks
G 18- 18ET s ‘e Enabled 1688 Full Off Trk3
Fa 18- 18ET s ‘e Enabled 1688 Full Off Trkd
g. 18- 188TH ‘ez Enabled 188 Full Off Trkd
Hot ions—> £ G <Edit
5 .+ 14
pace=Freuiogs j
-

ICDnnected 0:57:17 |F'.ut|:| detect 9600 &-N-1 [SCROLL |C.ﬁ.P'S MUM | Capture ‘4;

Figure 4-19 Port & Trunking Configuration save successfully screen

4.3.2.3 Port Sniffer Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Port Sniffer
Configuration and press enter. The Port Sniffer Configuration screen in Figure 4-20 appears.

¢ WGSD-1020 - HyperTerminal |0 x|
File Edit Wiew Call Transfer Help

FLAMET WESD-1820 = Port Sniffer Configuration

Fowing Analvwsiz ¢ ENABLE B

Hnalwsis Port ¢ 1
Mon itor Port :

Fort Tupe Act ion

1 B
2 T4

. 5]
. 5]
. 5]
t. 16-1688
. 5]
. 5]
. [5]

Aot ions—3» < it =

=

iConnected 1:03:50 Adtodetect  [008N-1 [SCROLL [caps oM [Ceptue

Figure 4-20 Port Sniffer Configuration screen
Press ”Edit” to configure the Port Sniffer function.
Roving Analysis: provide disable or enable port sniffer function.

Analysis Port: allow seeing all monitor port traffic; you can connect sniffer port to LAN Explorer,
Session Wall, Sniffer Pro or Netxray.

Monitor port: choose one specific port for monitor the traffic of RX and TX or both (RX and TX) of
Analysis port

After setup completed, press “ctrl-A” and choose “save” to save the current configuration.
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4.3.2.4 VLAN Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight VLAN Configuration
and press enter. The VLAN Configuration screen in Figure 4-21 appears.

“5WGSD-1020 - HyperTerminal

=10 x|
File Edit Wiew Call Transfer Help
~u e L,
0| 58] 0l5
=
FLAMET WESD-1828 : WLAM Conf iguration
Create a WLAN Group
Edit-sDelete a WULAN Group
Frewious Menu
ab=Hent l1tem BackSpace=Frewvious uLt:rEL en nter=5elect Item j
|C|:unnecteu:| n14:17 |F'.ut|:| deteck |EIE.I:|I:| 3-n-1 |SCRDLL |C.ﬁ.P5 |N|_|M |Ca|:-ture J;

Figure 4-21 VLAN Configuration screen
This sub-menu contains four items:

VLAN Configure: please refer to chapter 4.3.2.4.1
Create a VLAN Group: please refer to chapter 4.3.2.4.2
Edit/ Delete a VLAN Group: please refer to chapter 4.3.2.4.3

Previous Menu: return to previous menu

4.3.2.4.1 VLAN Configure

Provide disable /enable VLAN function and 3 VLAN mode selections.

“#WGSD-1020 - HyperTerminal

=101 %]

File Edit Wiew Call Transfer Help

=]
FLAMET WES0-18268 : ULAM Support Configuraton

ULAM Mode :Disabled

Hot ions—3* LI I

-t LS EUE <FPreuious Page < Mewt FPage:
ab=Mext tEm =FT= DECLDU tem Ly LE=Frewvious menu nter=ce lect tEm j
(Connected 10:57:21 wto detect 9600 &--1 [FCroll [CaPs um  [Caphure g

Figure 4-22 VLAN Configuration screen

Press “Ctrl-A” to choose “Edit” for enable VLAN function and select the 3 VLAN modes through

the space bar. The IEEE 802.1Q VLAN screen in Figure 4-23 appears. The maximum PVID is
4094,

-20-
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WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

=10l x|

FLAMET WGES0-1828 : ULAM Support Conf iguraton

WULAM Mode RS
InaressFilterl IngressFilterz
Fort PUID HonMember Pkt Untagged Pkt
17 1 Drop Forward
2. 1 Drop Forward
3. 1 Drop Forward
4. 1 Drop Forward
E. 1 Drop Forward
E. 1 Drop Forward
e 1 Drop Forward
2. 1 Dxrop Forward
Hiot ions—> LR TN LEdit L= LPrevious Pageix LHexnt Fa
=5 Tt

=2

-

(Conmected 0:14:43 uto detect (9600 8-H-1 |SCROLL |caps  [Mum

|Capture ,»-.'SE

Figure 4-23 IEEE 802.1Q VLAN Configuration screen

Press space bar switch to 802.1Q with GVRP in VLAN mode. The screen in Figure4-24 appears.

“ & WGSD-1020 - HyperTerminal
File Edit wiew Call Transfer Help

=101 x|

BEER

FLAMET WESD-1828 =  ULAM Support Conf iguraton
ULAM Mode
IngressFilterl IngressFilter?

Port FUIDO HonHMember Pkt Untagged Pkt
1. 1 Orop Forward
iy 1 Orop Forward
3. 1 Orop Forward
4. 1 Orop Forward
5. 1 Orop Forward
G 1 Orop Forward
Fild 1 Orop Forward
. 1 Orop Forward

Hot ions—3 £ it <Edit L Saue LPrevious Pager LHeut Pag

S . the Hct lon menu.
ab=Ment ltem BackSpace=Frevious Item pace=logale tr [+H=Hct ion menu

=

-

(Conmecked 1:10:46 Bubo detect (9500 8-H-1 SCROLL |CAPS  NUM

|Capture ‘{;,:

Figure 4-24 IEEE 802.1Q VLAN with GVRP screen

Press space bar switch to Port-based VLAN in VLAN mode. The screen in Figure4-25 appears.
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# 3 WGSD-1020 - HyperTerminal =lalx]

File Edit Wiew Call Transfer Help

FLAHET WGES0-182@a : ULAH Support Conf iguraton

ULAM HMode :[[EFEEES

Hot ions—> LCluits <lt> LSaue “Preuvious Fager < Mext Fage
AD=MERt 1tem  Backospace—Freu LoMs Ttem  Space=logdle Lo [FHZHOT Lon menu j
\Connected 0:15:43 Buto detect (9600 -h-1 |SCROLL  |CAPS  |NUM  |Capture f../:

Figure 4-25 Port-based VLAN screen

4.3.2.4.2 Create a VLAN Group
To add a VLAN group, the VLAN ID range is 1-4094.

4 & WGSD-1020 - HyperTerminal - 10| x|
File Edit Wiew Call Transfer Help
Zu A et
02| 58] 0ls] =
-~
Add a ULAM Group
ULAM Mame: [ 1 ''LAH ID: [ 10 174894]
Frotocol WLAM @ MHone
Fort Membe
1. M
Za M
3. M
4. M
5. M
G M
T M
= M
Hot ions— it 'L> LS ane “Previous FPager “HMext Fager
SL=TEit IREM  BackSODace—prew Lous THeMm  Space=1039Le  Ltr L+H=HCY ton MEny j
|Cnnnected 0:09:18 |.ﬁ.ut|:| detect |96I:||:| g-n-1 |SCROLL |C.ﬁ.P'S |NL|M |Capture 4

Figure 4-26 Add a VLAN Group screen
Add a VLAN Group procedure:
1. Press “ Edit” to input the VLAN name and VLAN ID.
2. Choose different VLAN protocol through the space bar.
3. Under 802.1Q and 802.1Q VLAN mode. Set Tagged, Untagged or no (not belong to any
VLAN group) of each port.

e

Under Port-based VLAN mode. Set Member or no (not belong to any VLAN group) of each port.

o

Press “Ctrl-A” and choose “Save” to save the current configuration.
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4.3.2.4.3 Edit / Delete VLAN Group
Allow editing and deleting VLAN GROUP.

“gWGSD-1020 - HyperTerminal
File Edit iew Cal Transfer Help

=101 %

Edit an ULAM Group

ULAM Mame: [EELETICEEEEE 1 VLAM ID: [1 10174894)
Protocal ULAM @0 Hone
Fart Member

UnTagged
UnTagg=d
UnTagg=d
UnTagg=d
UnTagg=d
UnTagg=d
UnTagg=d
UnTagged

0= -f DO =

Hot ions— AT S <EElE> 5o JPpewions Page “Hent Fa

ab=Hent ltem Ead DCE‘ZELDUE tem pace=lo33gle trl+H=HCt Lon menu

=

=

Connected 1:17:18 |Auto detect 9600 8-N-1 SCROLL |caPs  nuM

Figure 4-27 Edit a VLAN Group screen

4.3.2.5 Priority Configuration

|c

apture ,;,:

Displays the options available for assigning High and Low priority to each port.
From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Priority
Configuration and press enter. The Priority Configuration screen in Figure 4-28 appears

# g WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

=10] x|

PLAMET WESD-1628 = Priority Configuration

Priocity @ : Low
Priocity 1 : Low
Priocity 2 : Low
Priocity 2 : Low
Priocity 4 : High
Priority & : High
Priority & : High
Priority 7 : High

High-Low Bueuys Service Ratio H:L :[2:1 1]

Hot ions—> <EdLTE < Sane £ LT
Select t

tem
v|

(Conmected 13:05:03 Bubo detect (9600 8--1 |SCROLL  |caps

|Capture J;

Figure 4-28 Priority Configuration screen

Press ” Edit” to assigning High or Low priority of each port.After setup completed, press
“Ctrl-A” and choose “Save” to save the current configuration. The screen in Figure 4-29

appears.
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##WGSD-1020 - HyperTerminal } -0l x|
File Edit Wiew Call Transfer Help

FPLAMET WGSD-1828 : Priocity Configuration

Priority B : Low
Priority 1 : Low
Friority 2 : Low
Friority 2 Lo
Friority 4 High
Friority & High
Friority & High
Priority 7 High

HighsLow Buesue Serwvice Ratio H:L :[2:1 1

Hi:t ions—>%

it

e<< any kKey to returnt
Ly LESFreviods menud

ab=Hent pace=|

tem
vi

|Ccunnected13:33:39 |F'.ut|:| dekect |9E|I:II:I g-M-1 SCROLL |C.ﬁ.P5 |I"-.ILIM |Capture jﬁ

Figure 4-29 Priority Configuration save successfully screen

Press any key return to the previous menu.

4.3.2.6 MAC Address Configuration

Provide static MAC address and Filtering MAC address and previous Menu. From the Switch

Static Configuration sub-screen (see Figure 4-9), highlight MAC address Configuration and
press enter. The MAC address Configuration screen in Figure 4-30 appears.

#WGSD-1020 - HyperTerminal ] |0} x|
File Edit “iew Call Transfer Help

FLAMET WGESO-182@ : HMAC Address Conf igur-ation

Filtering MAC Address
FPrewvious Menu

ab=Ment

TEmM BackSpace=Prey Lous j"’

!Cnnnected 0:22:26 |.C'.ut|:| detect 9600 &-N-1 [SCROLL  |CaPs |r'-.IUM |Capture J,:

Figure 4-30 MAC Address Configuration screen
This sub-menu contains 3 items.
Static MAC Address: please refer to chapter 4.3.2.6.1.
Filtering MAC Address: please refer to chapter 4.3.2.6.2.

Previous Menu: return to previous menu.
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4.3.2.6.1 Static MAC Address

# 3 WGSD-1020 - HyperTerminal ) - 10| x|
File Edit Wiew Call Transfer Help

B
FLAMET WGESO-1828 : Static MAC Address Configuration
Mac Address Port nurm  Wlan IO Mac Address Port nurm  Wlan IO
Hot ions—3 =
HL addre S, j
ab=MHent F
-
(Connected 0:22:54 Buto detect (9600 3-H-1 |SCROLL  [CAPS |NumM [Capture

Figure 4-31 Static MAC Address Configuration screen

Press, “Add” to add a static MAC address, after setup completed, press “Ctrl-A” and choose

“Save” to save the current configuration. The screen in Figure 4-32 appears
“§WGSD-1020 - HyperTerminal -10] x|
File Edit Miew Call Transfer Help

PLAMET W5S0-1626 : Add Static MAC Address

=

Mac Address :111111111111
Fort num Sk
Ulan ID Sk

Hot ions—>*

tem

-

Connecked 1¢4:04;19 |F'.ut|:| detect |'9E||:II:I g-M-1 |SCROLL |C.ﬁ.PS |r-.||_|M |Capture ’ﬁ

Figure 4-32 Static MAC Address Configuration screen

Press any key return to the previous menu.
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4.3.2.6.2 Filtering MAC Address

“&WGSD-1020 - HyperTerminal =10 x|
File Edit “ew Call Transfer Help

FLAMET WGESO-182@ : Filter MAC Address Conf iguration

Mac Address Ulan IO Mac Address Ulan IO

Hot ions— < Hdd <Edit
‘EditOe

*
aD=MeHt ltem Backspace=p

=t e

L Saue LR Lt
t-De e [ ot = <.
revions Item  Guit=Previous menu nter=5elect Item j"

|C|:unnecte-:| 0:26:43 |.ﬁ.ut|:| detect |9E\|:I|:I 3-h-1 |SCROLL |C.ﬁ.F'S |NI_Ir--1 |Capture 4

Figure 4-33 Filter MAC Address Configuration screen

Press “Add” to add a Filter MAC address, after setup completed, press “Ctrl-A” and choose

“Save” to save the current configuration. The screen in Figure 4-34 appears

# 3 WGSD-1020 - HyperTerminal O] x|
File Edit Wiew Call Transfer Help

FLAMET WESD-18268 ¢ Add Filter MAC Address

=

Maz Address 111111111111
Ulan IO 52

Hot ions—3

ab=Heut ltem

=

Connected 15:07:44 futo detect (9600 8-N-1 [scRoLL  [caPs  [uum  [Capture 4

Figure 4-34 Filter MAC Address Configuration save successfully screen
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4.3.2.7 Misc Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Misc Configuration

and press enter. The Misc Configuration sub-screen in Figure 4-35 appears.

45 WGSD-1020 - HyperTerminal

File Edit iew Cal Transfer Help

=101 %

PLAMET WGES50-18268 : Miszc Configuration

MAC Age Interval

Eroadocast Storm Filtering

Max bridge transmit delay bound
Frewious Menu

ab=Ment ltem BackSpace=Frewious Item nter=5elect ltem

=

Connected 0:31:44 |Auto detect 9600 8-N-1 SCROLL |caPs UM

|Capture J/:

Figure 4-35 Misc Configuration screen

This sub-menu contains five items:

Port Security: please refer to chapter 3.3.2.7.1

MAC Age Interval: please refer to chapter 3.3.2.7.2

Broadcast Storm Filtering: please refer to chapter 3.3.2.7.3

Max bridge transmits delay bound: please refer to chapter 3.3.2.7.4

Previous Menu: return to previous menu

4.3.2.7.1 Port Security

Provide disable or enable security of each port. The screen in Figure 3-36 appears.

“ & WGSD-1020 - HyperTerminal

File Edit Wiew Cal Transfer Help

=10l =

£7
FLAHET WGESD-1828 = The Conf iguration of Port Security
Fort . Enable Securitw
[Oisable for MAC Learningl
1. Disabled
2
3. 1zable
4. Disabled
5. Disabled
G Disabled
T Disabled
g. Disabled
Hot ions—3 £ L <Edit < Sane LPrewvious Pagex LHent Fagel
Select the Hot lon menu.
ab=Hent Item BackiSpacezFrewviouszs ltem pace=loggle tr [+H=HCt Lon menu =

Connected 1:24:42 futodetect (9600 8-N-1 [SCROLL  [CAPS UM

|Capture ,.«:55

Figure 4-36 Port Security Configuration screen
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4.3.2.7.2 MAC Age Interval
Allow to setting the aging time of WGSD-1020. The maximum value is 765 sec.

# % WGSD-1020 - HyperTerminal ] -0 x|

File Edit Wiew Call Transfer Help

FLAHET WGESO-1828 : The Conf iguration of Hging Time

MAC Age Interwal (sec) [3E@ 1 : 384 [ 386~ FEE]

Hot ions—3 <Ed Lt < Saue AT ]
Select the actLlon MEnU.
ab=Meut Item BackSpacesFreuious Item LW it=Previous menu nterzhelect [tem j
|C-:unne-:teu:| 0:34:05 |.ﬁ.ut|:| detect |9E-IZIIZI 3-h-1 |5CROLL |C.ﬁ.F'S |NLIM |Ca|:|ture ‘é

Figure 4-37 Aging Time Configuration screen

Press “Edit” to input the aging time value and press enter to choose the “save” for save the current
configuration. The screen in Figure 4-38 appears.

& WGSD-1020 - HyperTerminal ] -0 x|

File Edit “iew Call Transfer Help

FLAMET WGESO-182@ : The Conf iguration of Aging Time

MAC Age Interwal (sec) [YE: 1 @ 3684 [ 388~ FEE]

.

Conmected 0:09:08 WButo detect (9600 8-h-1 SCROLL  |CARS  |NUM  |Capture f/:

Figure 4-38 Aging time Configuration save successfully screen

Press any key for return to the previous menu.
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4.3.2.7.3 Broadcast Storm Filtering
Provide disable and 5, 10, 15, 20 or 25 Broadcast storm filter mode.

# & WGSD-1020 - HyperTerminal |0l x|
File Edit “iew Call Transfer Help

FLAHET WGESO-182@ : Broadcast Storm Filter Mode

Broadocast Storm Filter Mode @28

Aot ions=> “Editi < Saue <Gy it
ab=Mext teEm =ET= D-EICE‘zE"v' LOus tem pace=10g9gle tr l+H=Hzt Lon menu j
|C|:unnecte-:| 0:36:03 |.ﬁ.ut|:| detect |9E\|:I|:I g-hl-1 |SCROLL |C.ﬁ.F'S |NI_Ir--1 |Capture /ﬁ

Figure 4-39 Broadcast storm filter screen

Broadcast Storm Filter setup procedure:

1. Press “Edit” to input 5, 10, 15, 20 or 25 broadcast storm filter.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-40 appears.

3. Press any key for return to the previous menu.

4.3.2.7.4 Max Bridge Transmit Delay Bound

##WGSD-1020 - HyperTerminal _|o| x|
File Edit Wiew Call Transfer Help

FLAMET WGESO-1828 : Configure Max Bridge Transmit Delay Bound

Max bridge transmit delay bound :0FF
Enable Delay Bound :Disabled
Max Delay Time 6

Hot ions—3* B IEE LS aue LRV

ab=Ment ltem BackipacezFreuwious Item Lwit=Freuvious menu nter=5elect ltem T|

(Conmected 1:41:50 MAuto detect 9600 8-H-1 |SCROLL  [CAPS  |MUM  [Caphure ,?:

Figure 4-40 Max Bridge transmit delay bound screen
This sub-menu contains three items:
Max bridge transmit delay bound: off (default mode)
Enable Delay Bound: Disabled ( default mode)
Max Delay Time: O (default mode)
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4.3.2.7.4.1 Max bridge transmit delay bound
Provide “OFF” and 1, 2, or 4 sec. for selection.

# g WGSD-1020 - HyperTerminal =10l x|

File Edit Wew Cal Transfer Help

FLAMET WGES0D-1828 : Configure Max Bridas Transmit Delay Bound

Max bridge transmit delaw bound :IEEEEEE

Enable De=lay Bound :Disabled
Max Delaw Time =@

Select the act lon Menu.

Hotions=> cEditr < Saue Oy it
ab=Ment ltem Eackfpace=Freuvious ITtem Zpace=Togale j*

Connected 1:44:39 Auko detect (9600 8-h-1 |SCROLL  [CAPS  [wum  [Capture ’_,2:

Figure 4-41 Max Bridge transmit delay bound screen

Setup procedure:
1. Press “Edit” to input OFF and 1, 2 or 4 sec.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-42 appears.

=10l |

| “gWGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

FLAMHET WGSD-1828 : Configure Max Bridge Transmit Delay Bound

Max bridge transmit delay bound :1 Sec
Enable Delay Bound :Disabled
Max Delay Time 0

Hot ions—> GEdit

-

[CAPS UM |Capture ﬁ,;

(Connected 1:47:34 ‘o detect 9600 8-M-1 [SCROLL

Figure 4-42 Max Bridge transmit delay bound save successfully screen

3. Press any key for return to the previous menu.
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4.3.2.7.4.2 Enable Delay Bound
Provide disable or enable Delay Bound function.

“& WGSD-1020 - HyperTerminal =10l x|
File Edit Wew Cal Transfer Help

FLAMET WGES0D-1828 : Configure Max Bridge Transmit Delay Bound

Max bridge transmit delaw bound :1 Sec
Enable De=lay Bound :IEEEINER_
Max Delaw Time =@

Hotions=> CEdite <Saue LT

=2 lect the 3ot lon MEnU.
ab=Ment tem Eackspace=FreuLous tem pace=loggle trl+H=Hzt lon menu —

Connected 1:42:33 ko detect (9600 8-h-1 |SCROLL  [CAPS  [wuM  [Capture ,-;‘/:

Figure 4-43 Enable Delay Bound screen

Setup procedure:

1. Choose disable or enable through the space bar.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-44 appears.

“gWGSD-1020 - HyperTerminal 10l x|
File Edit Wew Call Tramsfer Help

FLAMHET WGSO-1828 : Configure Max Bridge Transmit Delay Bound

Max bridge transmit delay bound :1 Sec
Enable Delay Bound :Enable
Maw Delay Time :@

L= LRI
ytFress any key to returnt
tememby [t=Frevious menur

Hot ions—>*

ab=Ment nter=Select

tem
vi

|Cnnnected1:52:1? |F'.ut|:| detect |'9E||:II:I 8-h-1 [ScROLL  |cAPS |r-.||_|M |Capture E

Figure 4-44 Enable Delay Bound save successfully screen

3. Press any key for return to the previous menu.
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4.3.2.7.4.3 Max Delay Time
Allow inputting the Max Delay Time.

=10l |

~, WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

FLAMET WES0D-1820 = Configure Max Bridge Transmit Delayw Bound

Max bridge transmit delaw bound 1l Sec
Enable Delay Bound :Diszabled
Mau Delaw Time :lHH

Aot ions—3 LEdit < Sauwe L it

=t T |
ab=Heut temn Backopace=Frewviols ltem pace=loggle tr l+H=Hot lon menu -

|Cnnnected1:54:38 |F'.ut|:| detect |EIE.I:|I:| g-M-1 |SCROLL |CF'.I'-'S |NL|M |Capture J;

Figure 4-45 Max Delay Time screen

Setup procedure:

1. Press “ Edit” to input the Max Delay Time value.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-46 appears.

“ g WGSD-1020 - HyperTerminal -0l x|
File Edit Wew Cal Transfer Help

FLAMET WES0-1828 : Configure Max Bridas Transmit Delay Bound

Max bridge transmit delay bound =1 Sec
Enable Delay Bound :Disabled
Max Delay Time =18

Hot ions—3

=

|C|:|nnected1:56:4? |F'.utu:u deteck |9E.|:|I:| 8-M-1 [ScROLL  [caPs |NL|M |Capture '_f

ab=Mext

Figure 4-46 Max Delay Time save successfully screen

3. Press any key for return to the previous menu.

4.3.2.8 Main Menu
Return to the main menu.
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4.3.3 Protocol Related Configuration

From the Switch main menu screen (see Figure 4-3), highlight Protocol Related Configuration and

press enter. The Status and Counters screen in Figure 4-47 appears.

45 WGSD-1020 - HyperTerminal = IDIEI
File Edit iew Cal Transfer Help

FLAMET WE50-1828 : The Protocol Related configuration

Ens

SHHMP
GURP
LACP

Prewvious Menu

=

Connected 0:47:19 ko detect 9600 8-h-1 [ScROLL [CAPS  [uum  [Capture

Figure 4-47 The Protocol Related Configuration screen
This subnet menu contains five items:

STP: please refer to chapter 4.3.3.1.

SNMP: please refer to chapter 4.3.3.2.

GVRP: provide disable or enable GVRP function.
LACP: provide LACP configuration.

Previous Menu: return to Main menu.

4.3.3.1 STP
Provide Spanning Tree configuration.

* 5 WGSD-1020 - HyperTerminal -0l x|
File Edit Wew Zal Transfer Help

FLAMET WGS0D-18208 : Spanning Tree Protocol

(= 1F Enabls
Suystem Configuration

Perport Configuration

Frewious Menu

ab=Mext temn Eackopace=Frewious. ltem nter=select tem T|

Connected 0:48: 15 |F'.utu:u deteck |9E.|:|I:| g-M-1 |SCROLL |CF'.P'S |NL|M |Capture J;

Figure 4-48 Spanning Tree Protocol screen
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This sub-menu contains four items:

STP Enable: please refer to chapter 4.3.3.1.1

System Configuration: please refer to chapter 4.3.3.1.2
Per port Configuration: please refer to chapter 4.3.3.1.3

Previous Menu: return to previous menu.

4.3.3.1.1 STP Enable
Provide disable or enable STP function

“ g WGSD-1020 - HyperTerminal I IDIﬂ

File Edit “iew Call Transfer Help

FLAMET WGESO-182@ : S5STP Enabled-Disabled Configuration

STP :Enabled

Hot ions—3 <Edit - < Saue Lt
ab=MHext tem =ETw DECE‘:rUlDu tTem LIy LE=Frewious meny nter=oelect tem j
|Connected 0:49:00 Muto detect (9600 -h-1 |SCROLL  [CAPS  |MUM  |Caphure f},:

Figure 4-49 STP enable /disable screen

Setup procedure:
1. Press “ Edit” to disable or enable STP function.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-50 appears.
# 3 WGSD-1020 - HyperTerminal -0l x|

File Edit Wew Cal Transfer Help

FLAMET WGS0D-1820 : STP Enabled-Disabled Configuration

5TF :Enabled

-

|C|:|nnecteu:| 01826 |F'.utu:u detect |9E.|:|I:| 3-M-1 |SCROLL |CF'.F'S |NL|M |Capture J;

Figure 4-50 STP enable save successfully screen

3. Press any key for return to the previous menu.
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4.3.3.1.2 System Configuration

Allow modify the STP system configuration.

“&WGSD-1020 - HyperTerminal
File Edit

=101 x|

Help

PLAMET WES0-1828

Wiew Call  Transfer

S5TP Swstem Conf iguration

Root Bridae Information Conf igure Spanning Tree Parameters

Priocity : 22788 Priority [1-5EE3E] 132758
Mac Address 1 HA4BE2EEEA3E

Root_FPath_Cost: B Man Hae [6-4@) 1 2d
Root _Fort : Hoot

Mau Hae : 2Aa Hello Time (1-1@81] He

Hello Time

£t
Forward Oelaw : 15 Forward_Delay_Timel4-38) =15

LIy it

Hot ions— <Edit

tem S2=Tad

\Conmected 2:02:30 Muto detect (9600 8-h-1 [SCROLL  [CAPS UM

Figure 4-51 STP system configuration screen

Setup procedure:
1. Press “ Edit” to modify the Spanning Tree Parameters.

2. After modify completed, press” Ctrl-A” to “Action menu” and choose “save” to save the cur-
rent configure. The screen in Figure 4-52 appears.
ol x|

“ & WGSD-1020 - HyperTerminal
File Edik

Help

Wiew Call  Transfer

FLAMET WESD-18z268 :

Root Bridge Information

Priocity 1 227Ve2

Mac Address : BE4BEESEEEAZE
Root_Path_Cost: @

Root Fort : Root

Max FAge : zZAa

Hello Time Ly
Forward Delaw : 15

STP Swstem Configuration

Conf igure Spanning Tree Parameters

Priority [1-55535) 132758
Max Age [(E—4E) 1Z2Aa
Hello Time [(1-18) 2

Forward_Delay_Timel(4-281 =15

Hot ions—>

Lous tem

-

|Capture ‘é

(Connected 2:05:13 Auto detect 9600 8-N-1 SCROLL  [CAPS  [um

Figure 4-52 STP system configuration save successfully screen

3. Press any key for return to the previous menu.
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4.3.3.1.3 Per Port Configuration
Allow edit per port STP configuration.

& WGSD-1020 - HyperTerminal
File Edit

Wiew Call Transfer Help

=10l x|

FLAMET WESD-1828

STP Port Configuration

FortState

FathCost

Friority

Disabled

Disabled
Disabled
Disabled
Disabled
Disabled
Disabled
Disabled

e
EENEENENEENE)

= SMeut Fa

nter=oelect

=
tEn

Hiot ions—

S
On FMENU .
Ly it=Previous meny

L5
i

ab=Ment ltem

=

|Capture ﬁ

(Connected 0:53:29 \Auto detect 9600 8-h-1 [ScROLL [CaPS  [uum

Figure 4-53 STP Port configuration screen

Setup procedure:
1. Press “ Edit” to modify the path cost and priority of each port.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-54 appears.

=10 |

“ & WGSD-1020 - HyperTerminal
File Edik

Help

Wiew Call  Tramsfer

AI
FLAMET WESD-18z28 : STP Port Conf iguration
Fort PortState FathCost Priority
1n Dizabled 18 12a
P Dizabled 18 123
3. Dizabled 18 123
4. Dizabled 18 123
i Dizabled 18 123
G. Dizabled 18 123
T Dizabled 18 123
g. Dizabled 1% 123
Aot ions—3* LR L SEdit > LS aue LPrewious Pagel LMedt Pagelr
: y kew to retucnt
ab=MHent ltem BackSpace=Frewious Item uLt:renus MEnU nter=5elect ltem j

\Cormected 0:32:02 Muto detect 9600 8-N-1 [FcroLL [CaPS [Num  [Caphure g

Figure 4-54 STP Port configuration screen

3. Press any key for return to the previous menu.
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4.3.3.2 SNMP
Provide SNMP configuration.

“ g WG5D-1020 - HyperTerminal B =10l x|
File Edit “iew Cal Transfer Help

FLAHET WESD-1828 : SHMP Conf iguroation

Commun ity Strings

Trap Managers

Prewvious Menu

Lont lguie the sustem Lntormat lon.
ab=MHent tem Eac pace=Frewilods ltem nter=select tem j
Connected 0:55:58 ko detect 9600 8-h-1 [FcROLL [CAPS  [Num  [Caplure

Figure 4-55 SNMP configuration screen

This subnet menu contains four items:

1. System Options: please refer to chapter 4.3.3.2.1

2. Community Strings: please refer to chapter 4.3.3.2.2
3. Trap Managers: please refer to chapter 4.3.3.2.3

4. Previous Menu: please refer to chapter 4.3.3.2.4

4.3.3.2.1 System Options
Allow inputting the system name, system location, system contact.

“ & WGSD-1020 - HyperTerminal ) =10 x|
File Edit “ew Call Transfer Help

PLAMET WESD-1828 : System Options Configuration

Sustem Mame :
Sustem Location

Sustem Contact

Hot ions—3 < it

-

\Conmected 2:11:15 Muto detect 9600 8-N-1 [ScROLL  [CAPS  [Num  [Capture g

Figure 4-56 System Options configuration screen
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Setup procedure:

1. Press “ Edit” to input the system name, system contact, system location.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-57 appears.

“g'WGSD-1020 - HyperTerminal ) 10| x|
File Edit Mew Call Transfer Help

FPLAMET WESD-16828 : System Options Conf iguration

Sustem Mame :WES0-1628
Sustem Location :PLANET

Sustem Contact tSomeone

Aot ions—i*

-

Conmected 2:15:04 Wuto detect 9600 8-h-1 SCROLL  [CAPS UM [Capture g

Figure 4-57 System Options configuration save successfully screen
3. Press any key for return to the previous menu.

4.3.3.2.2 Community Strings

Allow adding SNMP community name.

“ g WGESD-1020 - HyperTerminal = ||:||£|
File Edit Wiew Call Transfer Help

&
FLAMET WGES0-1828 : SHMP Commdn ity Conf iguration
Commun ity Hame Write Access
public Restricted
Hot ions—3 L Saue LI LT
ab=Hext j
-

Connected 1:03:36 ko detect (9600 8-h-1 |SCROLL AR5 |mum  |Capture ,-y:

Figure 4-58 SNMP Community configuration screen

Setup procedure:

1. Press “Add” to enter into “add SNMP community” screen, then press “Edit” a new community
name and adjust the write access mode..

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-59 appears.
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=10 x|

# 3 WGSD-1020 - HyperTerminal
File Edit “iew Call Transfer Help

PLAMET W5S0-1828 : Add SHHMF Community

Comrun ity MHame :PLAMET
Write Access tRestricted

Hot ions—3*

<]

[5cROLL [CAPS  uum  [Caphure

Ite

ab=HMent ltememn

|Cormected 1:37:51 Bubo detect 9600 8-h-1
Figure 4-59 Add SNMP Community name save successfully screen

3. Press any key for return to the previous menu.

4.3.3.2.3 Trap Managers
Allow adding Trap Managers.

=10 x|

“ 5 WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

=
FLAHMET WGES0-1828 : Trap Managers Configuration
IF Comrun ity Hame
Hot ions—» <Hdd H Edl - leleter < Saue <Lt
ab=Ment ltem Backopace=Frevious Ltem LW LE=Frew ious mend nter=5e lect Ttem j
!Cnnnected 1:06:00 |.ﬁ.ut|:| detect |96I:||:| g-hl-1 |SCROLL |'CF'.F‘S |r'-.IUM |Capture iy

Figure 4-60 Add SNMP Community name screen

Setup procedure:

1. Press “Add” to enter into “Trap Managers” screen, then press “Edit” for input IP address and
Community name.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-61 appears.
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4 & WGSD-1020 - HyperTerminal ] -0l x|
File Edit “iew Cal Transfer Help

FLAHET WGESD-1828 : Edit Trap Managers

IF :192.168.08.1
Commun ity Hame zPLAMHET

Hiot ions—*

‘rESS any kel to returnt
Ly LE=Frewvlows menu

tem
'v|

|Cnnnected1:58:49 |F'.ut|:| detect |9E.I:|I:| 3-M-1 |5CROLL |C.ﬁ.P5 |NLII"-1 |Capture 4

Figure 4-61 Add Trap managers screen

3. Press any key for return to the previous menu.

4.3.3.2.4 Previous Menu

Return to the previous menu.

4.3.3.3 GVRP

Provide disable or enable GVRP function
“ & WGSD-1020 - HyperTerminal =101 x|

File Edit Wiew Call Transfer Help

FLAMET WE50-18260 : GURF Configuration

GURF : Enabled

Hot ions—> HGIEE <Save AT

Select th |
ab=Hext tEememBac pace=Frew LOUs tememkiy LE=Frewilols menur nter=5elect tem =

iConnecked 1:08:50 |uto detect 9600 &-N-1 SCROLL  |CARS  |NUM  |Capture ,»y:

Figure 4-62 GVRP screen

Setup procedure:
1. Press “Edit” to disable or enable the GVRP function.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-63 appears.

-40 -

Download from Www.Somanuals.com. All Manuals Search And Download.



“gWGSD-1020 - HyperTerminal -0 x|
File Edit Miew Call Transfer Help

FLAHET WGESD-182@a : GURP Configuration

GURF = Enabled

E

|C|:|nnected Zilg:21 |.ﬁ.ut|:| detect |96E|E| g-M-1 |SCROLL |C.ﬁ.P5 |r'-.IUM |Capture J,:

Figure 4-63 GVRP save successfully screen

3. Press any key for return to the previous menu.

4.3.3.4 LACP

“gWGSD-1020 - HyperTerminal =101 x|
File Edit ¥iew Call Transfer Help

FLAMET WGES0-18268 : LACP Configuration

State Actiwvity
LACF Status

Prewvious Menu

ab=Mert tem ackspace=Freviols ltem nter=select tem vl

Connected 1:11:17 Aubo detect 9600 8-1-1 [ScrRoLL [CAPS UM [Capture g

Figure 4-64 LACP Configuration screen
This subnet menu contains four items:

1. Aggregator Settings: please refer to chapter 4.3.3.4.1.
2. State Activity: please refer to chapter 4.3.3.4.2
3. LACP Status: please refer to chapter 4.3.3.4.3

4. Previous Menu: please refer to chapter 4.3.3.4.4
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4.3.3.4.1 Aggregator Settings
Allow editing the LACP Group configuration.

# & WGSD-1020 - HyperTerminal ] -0 x|
File Edit Wiew Call Transfer Help

=]
FLAHET WGES0-1828 : LACP Group Conf iguration
Group LACF LACF Work Port Hum
Hot ions—3 <Ed Lt 4 Saue LA (T
e lect the actlon MENU.
ab=Ment ItemembBackSpacesFrevious ITtememby it=FPrevious menurlEnter=Select Item j
Connecked 1:11:40 |.C'.ut|:| detect |BE-I:||:| g-n-1 |SCROLL |CF'.F‘S |NL|M |Capture L

Figure 4-65 Aggregator settings screen

4.3.3.4.2 State Activity
Allow to set LACP port state activity of each port.

“#WGSD-1020 - HyperTerminal O] %]
File Edit WYiew Call Transfer Help

FLAMET WGSD-1828 : LACF Port State HActive Conf iguration

n
=]
=
o+

State Activity

Easi;ue

Passive
Passive
Passive
Passive
Passive
Fassiuve

bl LaTdy B RN WA Do

Hot ions—> “Edite < Save SEU Lt

=] t the actlon Menu.
ab=Hent tememBack space=Freuiouys temenlll LE=Frewiols menurlEnter=5e lect tem o7

(Conmecked 1:13:31 Buto detect 9600 5-H-1 [SCROLL  [CaPs  [uum  [Capfure .

Figure 4-66 LACP port state Active configuration screen
Setup procedure:
1. Press “Edit” for “passive” or “Active” selection of each port.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current
configure. The screen in Figure 4-67 appears.
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¢ WGSD-1020 - HyperTerminal =10 x|
File Edit Wiew Call Transfer Help

FLAMET WGS0D-1828 : LACFP Port State Active Conf iguration

e
=)
=3
+t

State Aotivity

Hot ive
Fassiuve
FPassive
FPassive
FPassive
FPassive
FPassive
Passive

QO J N e QO

-

Connected 2:53:00 futo detect 9600 8-N-1 [ScROLL  [caps  [wum  [Capture

Figure 4-67 LACP port state Active configuration screen

3. Press any key for return to the previous menu.

4.3.3.4.3 LACP Status
Display the LACP groups status.

4 WGSD-1020 - HyperTerminal ] -10] x|

File Edit “ew Call Transfer Help

i
FLAHET WGESD-182@ : LACP Group Status -J
HO SROUP ACTILE
Hot ions—> BT <Prewviows Pagelr LMent Fagelr
Select t 3 MENL . =
ab=Ment Item BackSpace=Preuious Item Luilt=Preuvious menu nter=5elect Ltemg _:J
Connecked 1:15:59 |F'.ut|:| detect |96E|E| g-M-1 |SCROLL |C.ﬁ.PS |r-.||_|M |Capture e

Figure 4-68 LACP Group Status screen

4.3.3.4.4 Previous Menu
Return to the previous menu.

4.3.3.5 Main Menu

Return to the main menu.
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4.3.4 Reboot Switch
Provide reboot the Switch and reset to switch to default mode.

“ 5 WGSD-1020 - HyperTerminal =10 x]

File Edit “iew Call Transfer Help

FLAMET WGESO-182@ : FRestart Conf iguration

Restart

Prewvious Menu

ring to adetault.
ab=Ment tem Backspace=F = tem nter=select tem =

ICDnnectedl:IS:SB |.C'.ut|:| detect |96I:|I:| 8-hl-1 |SCROLL iC.ﬁ.PS |r-..||_IM |Capture f},:

Figure 4-69 Reboot Switch screen
This subnet menu contains three items:
1. Default: please refer to chapter 4.3.4.1.
2. Restart: please refer to chapter 4.3.4.2.

3. Previous Menu: refer to chapter 4.3.4.3

4.3.4.1 Default
Reset the Switch to the factory default mode. The screen in Figure 4-70 appears.

#gWGSD-1020 - HyperTerminal -0 x|
File Edit Wiew Call Transfer Help

Rezetting to the default will restart the system automaticallut

Oo wou want to continue™ [y-nlo

=

|Connected 1:19:17 Ao detert |96EIIZI 8-N-1 |5CROLL |C.ﬁ.PS |NLIM |Capture ’,‘.2

Figure 4-70 Reset Switch screen

Press “Y” for reboots the switch to default mode. The following screen appears in Figure 4-71.

-44 -

Download from Www.Somanuals.com. All Manuals Search And Download.



“&WGSD-1020 - HyperTerminal

File Edit Wiew Call Transfer Help

=101 %]

Resetting to the default...o

=

(Connected 1:19:46 \Auto detect 9600 5-N-1 SCROLL |CAPS UM

Figure 4-71 Resetting Switch screen

4.3.4.2 Restart
Provide restart the Switch. The screen in Figure 4-72 appears.

“#WGSD-1020 - HyperTerminal
File Edit “iew Call Transfer Help

|Capture ;ﬁ

-IBix]

Hall'l HE‘I‘IU

Status and Counters
Switch Static Configuration

Protocol Related Configuration

Logout

WLt UHLUER: ecksum UK T¥ts Ttem
555 Press W key to  start HEmodem receiver: o

=

Connecked 1:26:06 Auto detect 9600 &-R-1 |SCROLL caps UM

Figure 4-72 Restart Switch screen

4.3.4.3 Previous Menu
Return to the main menu.

|Capture J;
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4.3.5 Command Line
Provide system command for WGSD-1020. The screen in Figure 4-73 appears.

* 5 WGSD-1020 - HyperTerminal B =] 1

File Edit Wiew Zal Transfer  Help

TRET i

=

Connected 1:26:22 lto detect  [e0DEN-1 [SCROLL [caps M [Ceptue

Figure 4-73 Command line screen

Type “Help” command for helps parameters. The screen in Figure 4-74 appears.

“§WGSD-1020 - HyperTerminal = I DIEI

File Edit Mew Call Transfer Help

TFET he o ﬂ
help parameters:
advance port vlan fdb trkarp
stp qos igmp  console
IMET >
-
|Cnnnected1:3tl:2? |F'.ut|:| detect |'9E||:II:I g-M-1 SCROLL |C.ﬁ.PS |r-.||_|M |Capture J,:

Figure 4-74 Help parameters screen

4.3.6 Logout
Provide logout the Switch.
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5. WEB MANAGEMENT

Before login the Web interface of WGSD-1020, please setup the “IP Address” with local serial console
port( RS232 port) and use this IP address to configure WGSD-1020 through the Telnet and Web interface.

Or modify your PC’s IP domain to the same with WGSD-1020 then use the default IP address to remote
configure WGSD-1020 through the Telnet and Web interface.

5.1 Login in to the Switch
To access the Web-browser interface you must first enter the user name. The default user name is
"admin" without password. You will see the following screen comes out on the Web browser program:

Enter Netvork Password. el B3

? Fleaze bpe your uzer name and password.
Site: 203.70.249.172

Frealm idex. Htm

Uzer Mame |admin

Pazzword |
IV Save this pazeword in your pazsword list

(] Cancel

Figure 5-1 The WGSD-1020 login screen

After the Username and Password is entered, you will see the main menu screen.

PPLANET 10/106/1000Mbps |

= ; et Intelligent Ethernet Switch |
() PLANET - s ‘

WGSD-1020 -?( T

.
Metwarking & Commenicatien i inoa
. [ : o
. Ll
1 b i [ O 7 w

o . Welcome to PLANET WGSD-1020
= Intelligent 8 + 2G Manageable Switch
Ad n

TFTP Update Firmware

pisans PLAMNET Technology Corporation
Corfiguration Backup

R 11F, Mo, 96, Min-Chuan Road, Hsin-Tian,
Reboat Taipei, Taiwan, R.O.C.

Tel: 886-2-2219-9518
Fax: 886-2-2219-09528
Email: Support@planet.comm.tw

Copyright {c) 2002 Planet Technology Corp., all rights reserved!

Figure 5-2 The main screen of WGSD-1020 Web Page
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5.2 Port Status

This section provides detail status of each port from WGSD-1020.

PLANET

Metwarkirg & Commsalcation

Port Status
Port Statistics

Adrnini stration

TFTF Update Firmware

Configuration Backup

Reset System
Rebaoat

Qeumer

e
WOSDARH

"800 m

1008 Base

10/100/1000Mbps |
Intelligent Ethernet Switch |

=T

o

Port Status
The following information provides a view of the current status of the unit
: Auto )

Port | State Link 5 rairey Speed Status | Duplex Status | Flove Control

Num Status HEdoticBon —

' Config | Actual Config | Actual | Config | Actual | Config | Actual | Config | Actual
s an on Up Auto | Auto 100 100 Full Full Off Off
2 on Off | Down | Auto | Auto 100 100 Full Full Off on
5l on Off | Down | Auto | Auto 100 100 Full Full Off on
4 on Off | Down | Auto | Auto 100 100 Full Full Off on
5 on on Up Auto | Auto 100 100 Full Full Off Off
6 on Off | Down | Auto | Auto 100 100 Full Full off on
. on Off | Down | Auto | Auto 100 100 Full Full Ooff on
g on Off | Down | Auto | Auto 100 100 Full Full Off an
a on Off | Down | Auto | Auto | 1000 | 100 Full Full off an
10 on Off | Down | Auto | Auto | 1000 | 100 Full Full Off an

Figure 5-3 WGSD-1020 Port Status Web Page screen

State: display the link state of each port on WGSD-1020.

Link Status: the state of the link test, indicating a valid link partner device."Up" means a device is suc-

cessful

connected to the port. “Down” means no device is connected.

Auto-Negotiation: auto-negotiation state of each port on WGSD-1020.

Speed Status: display the speed state of each port on WGSD-1020.

Duplex Status: display the speed duplex mode of each port on WGSD-1020.

Flow Control: display the flow control state of each port on WGSD-1020.

Config: display the current configuration of each port.

Actual: display the current state of each port on WGSD-1020.
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5-3 Port Statistics
For those selected port, this function could provide you with an individual statistical counter. It is a useful
page for administrator to monitor each port’s usage condition. Also, it is helpful to troubleshooting
network problems. Please note that the updating rate is defined in System Configuration menu.

10/106/1000Mbps |
Intefligent Ethernet Switch |

000 Base - T |

7 4 “ [ .
() PLANET -
Nebwarkirg & to=menication 4 [ - . o - . .
b
. Im
GSD-1020 W K ] ] ] T

Port Statistics

The follawing information provides a view of the current status of the unit,

TFTF Update Firmvare

Corfiguration Backup Port | State | Link | TxGoodPkt | TxBadPkt | RxGoodPkt | RxBadPkt | TxAbort | Collision | DropPkt
Lo 1 | on [ up 658730 0 283568 1 0 0 1216
B 2 | off [pown o 0 0 0 0 i 0
3 Off |Down u] 8] 0 8] 0 0 8]
4 Off |Down 8] 8] 0 o] 0 0 8]
5 On Up 991812 o Fo003 a 8] 0 153
5] Off |Dawn u] u] u] u] u] a] u]
7 Off |[Down u] u] 8] u] 8] u] 0]
g Off |Dawn u] o u] u] u] o] 8]
] Off |Down o 8] 0 o 0 0 8]
10 Off |Down u] u] 0 8] 0 0 8]

Reset |

Figure 5-4 WGSD-1020 Port Statistics Web Page screen
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5-4 Administrator
This section contains management function on WGSD-1020.

() PLANET 10/100/1000Mbps |

4 i [ "
. LT -
® 8 8 @ T |
ANET - i
Merwarkirg & Commenicaticn , T - - ;
L I ] § §
X ¥ 1 ¥ s r

petss Welcome to PLANET WGSD-1020
R Intelligent 8 + 2G Manageable Switch

Adrmini stration

PLAMNET Technology Corporation

11F, Mo, 96, Min-Chuan Road, Hsin-Tien,
Taipei, Taiwan, R.O.C.
Tel: 886-2-2219-9518
Fax: 886-2-2219-9528
Email: Support@planet.com tw

Copyright (c) 2002 Planet Technology Corp., all rights reserved!
Close #

TFTP Updste Firmware

Figure 5-5 WGSD-1020 Administrator Web Page screen

This management function is shown as below:

IP Address: please refer to section 5.4.1

Switch Settings: please refer to section 5.4.2
Console Port Information: please refer to section 5.4.3
Port Controls: please refer to section 5.4.4
Trunking: please refer to section 5.4.5

Filter Database: please refer to section 5.4.6
VLAN Configuration: please refer to section 5.4.7
Spanning Tree: please refer to section 5.4.8

Port Sniffer: please refer to section 5.4.9

SNMP: please refer to section 5.4.10

Security Manager: please refer to section 5.4.11
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5.4.1 IP Address
This section allows modify the IP address, Subnet Mask, Gateway of WGSD-1020.

10/700/1000Mbps |
Intedligent Ethernet Switch |

s

WGSD-HEH .S\ ¥

Fort Status SetIP Addresses

Port Statistics

Adrninistration

IP Address I192.168.D.1DD

Subnet_Mask|[255.255.255.0

Gateway |[192.168.0.254

Applyl Help |

o900 OOOOOS

Figure 5-6 WGSD-1020 modify IP Address Web Page screen

After modifying the new IP address, Subnet Mask, Gateway, please click “Apply” button then the following
screen in Figure 5-7 appears. Click “Reboot” button. WGSD-1020 will reboot to take effect for the new IP
address, Subnet Mask, Gateway.

10/106/1000Mbps |
Intelligent Ethernet Switch |

Rehoot Swiich System
rehoat | Help |

Console Port info
Port Controls
Trunking

Filter Database
VLAN Con

Spanning Tree

uration

Port Snitfer

SNMP

soo0ORBROOS

Security Manager
Close 4
TFTF Update Firmware

Corfiguration Backup

Reset Systerm
Rebaocot

Figure 5-7 WGSD-1020 Reboot Switch System Web Page screen
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You can click” Help” button; the IP Address Overview screen in Figure 5-8 appears.

=81

IP address overview

What is an IP address?

Each device (such as a computer) which participates in an IP network needs a unigue “address” on the netwaork, It's similar to having a US mail address so
other people have a know way to send you messages, An IP address is a four byte number, which is usually written in "dot notation™ - each of the bytes'
decimal value is written as a number, and the numbers are separated by "dots” (aka periods), An example: 199.25.123.1

How do I get one for this box?

The IP addresses on most modern corperate nets are assigned by an employee called a "Metwork Administrator”, or "Sys. Admin'. This person assigns IP
addresses and is responsibe for making sure that IP addresses are not duplicated - If this happens one or both machines with a duplicate address will stop
working.

Another possibility is getting your addresses assigned to you automatically over the net via BOOTP ar DHCP protocols, Set you IP address to 0.0.0.0 and
reset the machine. If your netwoark is set up for this service, you will get an IP address assigned over the network, If vou don't get an address in about 30
seconds, you probably don't have BOOTP or DHCP.

Subnets and IP address Masks

IP addresses are divided up into "net" and "host" portions. {To learn more about this consulte any good test on IP protocols). IP address masks allow the
host portion to be further divided in to "subnet" and host portions. For the purposes of configuing this box, you should usually just check the "default
setnets"” box and not worry about the contents of "subnet mask" box.

Close I

Figure 5-8 WGSD-1020 IP Address Overview Web Page screen

Click “Close” to close this screen.
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5.4.2 Switch Settings
This section provide Switch basic information and allow modify the Switch settings

10/100/1000Mbps |

(P PLANET

Fort Statistics

Adrministration

™ ™ ey |

000 Bas - T

Switch Settings

Advanced

Port info Description Intelligent 8+2G Switch
Port Controls MAC Address 004063800030
Trunking Firmware version v02.80
A S Hardware version A03.00
e paseilon Default config value version|v25.00

Sp 9 Tree

Port Sniffer

SNMP

s9o0O0OOOOROOD

Security Manager

Close #

TFTP Update Firmeware

Configuration Backup

Reset System
Reboot

Figure 5-9 WGSD-1020 Switch Basic Settings Web Page screen

5.4.2.1 Basic:
Description: display the Switch system name.
MAC address: display the Switch MAC Address.
Firmware version: display the Switch current firmware version.
Hardware version: display the Switch current hardware version.

Default config value version: display the default eeprom version.
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10/100/1000Mbps
Intefligent Ethernet Switch |

() PLANET

Netwarking & Commenlcatien

&

Advanced

Enter the settings, then click Submit to apply the changes on this page.
¥ MAC Tahle Address Entry Age-Out Time: l3UU seconds

Max bridge transmit delay bound control: | OFF 'l

Broadcast Starm Filter Mode: | OFF ¥

a0 GOOGODS

nager
Close % Priority Queue Service:

TFTP Update Firmware  First Come First Served

 all High before Low

Lowe
& WRR High weight: |2 weight:

[” Enable Delay Bound Max Delay Time: IU ms

QoS Policy: High Priority Levels

[T Leveld [ Levell ™ Levelz [ Level3 W Level4 V¥ Levels ¥ Levels ¥ Level7?

Figure 5-10 WGSD-1020 Switch Advanced Settings Web Page screen
5.4.2.2 Advanced:

Enter the settings, then click Submit to apply the changes on this page.

MAC Table Address Entry Age-Out Time: type the number of seconds that an inactive MAC ad-
dress remains in the Switch’s address table. The valid range is 300-765 seconds. The default value
is 300 sec.

Max bridge transmit delay bound control: limit the packets queuing time in switch, if enable this
function, the packets queued exceed will be drop. The valid value is 1 sec., 2 sec. and 4 sec. and off.
Default value is 2 sec.

Broadcast Strom Filter mode: provide 5%, 10%, 15%, 20%, 25% and off for broadcast storm
control activity.

Priority Queue Service:
First Come First Served: the sequence of packets sent is depend on arrive order.
All High before Low: the high priority packets sent before the low priority packets.

WRR (Weighted Round Robin): select the preference given to packets in the Switch’s high-priority
gueue. These options represent the number of high priority packets sent before one low priority
packet. For example: High weight: 5 and Low weight 2. It means WGSD-1020 sends 5 high priority
packets before sending 2 low priority packets.

Enable Delay Bound: limit the low priority packets queuing time in WGSD-1020. Default maximum
delay time is 255 ms. If the low priority packet stays in Switch exceed Max delay time, it will be sent.
The valid range is 1-255 ms.

QoS Policy: High Priority Levels: provide 0-7 priority levels can map to high or low queue.
Protocol Enable Setting
Enable STP Protocol: provide disable or enable STP protocol. Default mode is enabling.
Enable IGMP Protocol: provide disable or enable IGMP protocol. Default mode is enable.
VLAN Operation Mode: IEEE 802.1Q(Port-based) with GVRP VLAN mode.

IEEE 802.Q( Port-based) without GVRP VLAN mode.
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Port-based VLAN mode

Note: Make sure of “Max bridge transit delay bound control”is enabled before enabling
delay bound, because enable delay bound must work under “Max bridge transit delay
bound control”is enabled.

You can click “Help” button; the following screen in Figure 5-11 appears.
h- r 8] x]

Configuring the Switch

Advanced switch settings

# MAC Address Age-out Time
Type the number of seconds that an inactive MAC address remains in the switch's address table. Default is 300 seconds.

# Max bridge transit delay bound control
Lirnit the packets queuing time in switch. If enable, the packets queued exceed will be drop.

¢ Broadcast Storm Filter

To configure broadeast storm control, enable it and set the upper threshold for individual ports. The threshold is the percentage of the port's total
bandwidth used by broadcast traffic. \When broadcast traffic for a port rises above the threshold you set, broadcast storm control becomes active.

Priority Queue Service settings

# Fisrt Come First Service
The sequence of packets sent is depend on arrivaling order.

#« All High before Low
The high priority packets sent hefore low priority packets.

¢ Weighted Round Robin
Select the preference given to packets in the switch's high-priority queue. These options represent the number of high priority packets sent before
one low priority packet is sent. For example, 5 High : 2 Low means that the switch sends S high priority packets before sending 2 low priority packet.
# Enable Delay Bound

Lirnit the low priority packets gueuing time in switch. Default Max Delay Time is 255ms. If the low priority packet stays in switch exceed Max Delay
Time, it will be sent.

Protocol Enable Setting

# Spanning Tree Protocol
# Internet Group Multicast Protocol
¢ VLAN Protocol

© Non VLAN mode

O 802.1Q{Port_Based) without G¥RP YLAN mode
Support 802.1Q Tag_Based/Port_Based VLAN but no support GVYRP dynamic WLAN,

O 802.1Q(Port_Based) with GYRP ¥YLAN mode
Support 802,10 Tag_Based/Port_Based VLAN and GWRP dynamic WLAM. i

Close | LI
Figure 5-11 WGSD-1020 Configuring the Switch Web Page screen

Click “Close” to close this screen.
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5.4.3 Console Port Information
Display the WGSD-1020 console port information.

() PLANET 10/100/1000Mbps |
- ey § o

i & + '
s X w Intelligent Ethernet Switch |
® 8 & @ ouncr 1000 Bawe - T
88 8w v o |
SHEN < W <
L RS
g, 1 3 * T ]

WOSDI0 g »

Console Information
Baudrate({bits/sec) 9600

e : Data Bits 5

& Switch : Parity Check none

@& Conso t info Stop Bits 1:

@ Port Controls Flowt Control none

@ Trunking

@ Filter Database

@ VLAN Configuration Help

@ Spanning Tree

@ Port Snitfer

@ SNMP

@ Security Manager

Close 4

TFTF Update Firmware

Configuration Backup

Resat System
Reboot

Figure 5-12 WGSD-1020 Console Information Web Page screen

You can click “Help” button; the following screen in Figure 5-13 appears.

oft [nternet Explorer

=181

Console Setting Help

Console is a standard UART interface to communicate with Serial Port,
You can use windows hyperterminal prograrm to link the switch.Connect To-=Configure

Bits per seconds: 9600
Data bits: 8
Parity:none

Stop bits:1

Flow contral:none

Setting-=ASCII Setup:you must check

<*zappend line feeds to incoming ling
<*=\Wrap lines that exceed terminal width

Close |

Figure 5-13 WGSD-1020 Console Setting Help Web Page screen

Click “Close” to close this screen.
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5.4.4 Port Controls
This section introduces detail settings of per port on WGSD-1020.

10/100/7000Mbps |

3 “ . [
Intefligent Ethernet Switch |

1008 Bare - T |

I |

ax

L1 =Ll

Port Controls ﬂ

WGSD-1020

Fort Status

Fort Statistics

~ Auto
Negotiation

2 enavie 7| [Enavle =] [1000 =]|[Fur ]| [Cisabie =]

Port State Speed |[Duplex C?I;?t"':nl

3
Tl
Apply s
Port Status
The following information provides a view of the current status of the unit
Stat Autn Speed Status | Duplex Status | Flow Control
Corfiguration Backup ;Dﬂ 2t 'gi"lt( Megotiation =R A R EE AT 0D
um atus — -
Reset System . Config | Actual Config | Actual | Config | Actual | Config | Actual | Config | Actual
it on on Up Auto | Auto 100 100 Full Full Off Off
2 on Off | Down | Auto | Auto 100 100 Full Full off an
3 on Off | Down | Auto | Auto 100 100 Full Full off an
4 an Off | Down | Auto | Auto 100 100 Full Full Off an
5 on on Up Auto | Auto 100 100 Full Full Off Off
6 on Off | Down | Auto | Auto 100 100 Full Full Off on
7 on Off | Down | Auto | Auto 100 100 Full Full Off on
g an Off | Down | &uto | Auto 100 100 Full Full Off on
9 on Off | Down | Auto | Auto | 1000 | 100 Full Full Off on =
10 on Off | Down | Auto | Auto | 1000 | 100 Full Full Off an El

Figure 5-14 WGSD-1020 Port Controls Web Page screen
State: provide disable or enable any port of WGSD-1020.
Auto-Negotiation: allow disable or enable Auto-negotiation of any port on WGSD-1020.
Speed: allow set various speed mode of any port on WGSD-1020.
Duplex: allow to set half or full duplex mode of any port on WGSD-1020.

Flow Control: provide disable or enable flow control function.

-57-

Download from Www.Somanuals.com. All Manuals Search And Download.



5.4.5 Trunking
This section displays the screen for trunking a group of ports together to speed up data transmission.

10/106/1000Mbps |

- x Intefligent Ethernet Switch |

(9 PLANET - ey |
CISL =m
2 @ @ . ox . (1 |

|

WGSD-1020 -fl? ¥ e o

Port Status Trunking

Port Statistics

Administration

Aggregator Setting Agqgregator 'i'nfli:rrmét'w.n_

® 0
& =
: C System Priority
® 1
@
: Group ID |Group1 j == Gat
® LACP |Disable x|
@
@ Security Manager Work Ports |D
Close &
. H =z Add == I portl
g1 Bt bineare porz
Configuration Backup ey I port3
Reset System portd
pons
porth
por?
portd
Applyl Delete | Help |

Figure 5-15 WGSD-1020 Trunking Web Page screen
5.4.5.1 Aggregator Setting parameters:
System Priority: A value used to identify the active LACP. The Switch with lowest value has the

highest priority and is selected as the active LACP.

Group ID: After creating a new link aggregation across two or more ports, choose the “Group ID”
and click “Get”.

LACP: If enable LACP, the trunk group is LACP static trunking group. If disable LACP, then the trunk
group is local static trunking group. All port support LACP dynamic trunking group, if connecting
the device that also support LACP, the LACP dynamic trunking group will be create auto-
matically.

Work Ports: the max number of ports can be aggregate at the same time. Under LACP static trunking
mode, if one of port fail, the exceed ports is standby and able to aggregate. Under local
static trunking group, the member must be the same as group ports.

Add: select the ports to join the trunking group. If enable LACP, you can configure LACP Active/
Passive status in each ports. Click “Apply” to take effect.

Remove: select the ports to remove the trunking group. Click “Apply” to take effect.

You can click” Help” button; the IP Address Overview screen in Figure 5-16 appears.
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=181

Configuring Link Aggregation

Link aggregation lets you group up to eight consecutive ports into a single dedicated connection, This feature can expand bandwidth to a device on the
netwaork, such as anaother switch or a server,

To create a link aggregation across two or more ports

1.

25

From the main menu, choose the "group id" and click "Get".
Link Aggregation Control Protocol.

If enable, the group is LACP static trunking group.

If disable, the group is Laocal static trunking group.

MNote: &l ports support LACP dynamic trunking group. If connecting to the device that also supports LACP, the LACP dynamic trunking group will be
created automatically.

#grrkng?:jﬁwber of ports can be aggregated at the same time. If LACP static trunking group, the exceed ports is standby and able to aggreate if
}'Floorléai?ostrt;tifcailzlr'unking group, the number must be the same as group ports.

Select the ports to join the trunking group

If LACP enable, you can configure LACP Active/Passive state in each ports

Click Apply.

Close I
Figure 5-16 WGSD-1020 Trunk Help Web Page screen

Click “Close” to close this screen.

5.4.5.2 Port aggregator status:

Provide the Port Aggregator information.

10/100/7000Mbps |

i i [ '
Intelligent Ethernet Switch |
e — I Y

‘JPLANET i g
_ i ARG

0O ODOOOOES

Trunking

Agaregator information

ngs
Port Info The fallowing infarmation provides a view of LACP current status.
Port Controls
Trunking NO GROUP ACTIVE
Filter Data ]

VLAN Conf

Consc

Spanning Tree
Port Sniffer
SNMP

Security Manager

Close 4

TFTFP Update Firmware

Corfiguration Backup

Reset Systerm
Rebaocot

Figure 5-17 WGSD-1020 Trunk information Web Page screen

Please check the detail description of parameters as below:
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Actor: oneself device.

Partner: link partner device.

Admin: Switch default value.

Oper: user setting and aggregating result.
Priority: System priority value.

MAC Address: Switch’'s MAC Address.

Key: aggregating key:
100 serial is LACP static trunking.
60000 serial is LACP dynamic trunking. l.e:101: 100MB group 1's LACP static trunking, 102:100MB
Group 2’'s LACP static trunking. 60010: 20MB LACP dynamic trunking.

Port Priority: always is 1.

Port State:
Active: ON: active status. OFF: passive status.
Timeout: ON: short timeout ( 30 sec.). OFF: long timeout ( 90 sec.).
Aggregation: ON: this link to be aggregating able. OFF: this link to be individual.
SYNC: ON: synchronization status, it has been allocated to the link aggregation information.
OFF: asynchronization status, it's not in the correct aggregation.
Collect: ON: enable collection of incoming frames. OFF: disable collection of incoming frames.
Distribute: ON: enable distribution of outgoing frames. OFF: disable distribution of outgoing frames.

Default: ON: in default setting value, using admin configured for the partner. OFF: the operational partner
information for receive in a LACPDU.

Expired: ON: the receive machine is in the expired state. OFF: the receive machine is not in the expired
status.

Speed: display port link speed status.

Full-duplex: display port link duplex status, LACP operation requires full-duplex mode.
LACP enable: display LACP status.

Trunk enable: display local trunk status.

Port enable: display port status.

-60 -

Download from Www.Somanuals.com. All Manuals Search And Download.



5.4.5.3 State Activity
Allow setting the LACP State Activity of each port.

@ PLANET 2 10/700/7000Mbps |
)_...._.. Intelligent Ethernet Switch |

® vy

® s
WOSDHH v 3 i

Part Statistics

Adrninistration

®

L ]

; Port| LACP State Activity |Port|LACP State Activity
® 1 ™ Active 5 ™ Active

& F

® 2 [ active 3 [T active

& : :

o 3 [T active 7 [T aActive

: 4 I~ active 8 ™ Active

pply | Derautt | Hep |

TFTF Update Firmware

Corfiguration Backup

Reset System
Reboaot

Figure 5-18 WGSD-1020 State Activity Web Page screen
Please check the detail description of parameters as below:
Active( enable): the port automatically sends LACP protocol packets.

Passive ( not enable Active): the port does not automatically sends LACP protocol packets and only
respond when it receives LACP protocol packets from the opposite device.

Note: * A link having either two active LACP ports or one active port can perform dynamic LACP
trunking. A link has two passive LACP ports will not perform dynamic LACP trunking, because
both ports are waiting for LACP protocol packets from the opposite device.

* If the switch is active LACP’s actor, when you are select trunking port, the active status will be

created automatically.
You can click” Help” button; the following screen in Figure 5-19 appears.

it Internet Explorer == =]
E
ACtive: The port automatically sends LACP protocol packets.
PaSSive: The port does not automatically sends LACP protocol packets, and responds only if it receives LACP protocol packets from the opposite
device,
Alink having either two active LACP ports or one active port can perform dynamic LACP trunking.
Alink has two passive LACP ports will not perform dynamic LACP trunking because both ports are waiting for an LACP protocol packet from the opposite
device.
NOteZ In the default switch configuration, all ports are configured for passive LACP operation except static LACP ports.
Close |
Figure 5-19 WGSD-1020 Trunk Help Web Page screen
Click “Close” to close this screen.
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5.4.6 Filter Database

|
] PLANET 10/100/1000Mbps |
) AL Intelligent Ethernet Switch

() PLANET ey e

Metwarking & Commenlcation gl |
.8 8 8w L |
L T ol |

WOSDH0H v 3 »

Port Statistics

Admini stration =
................................... IGMP Snooping

IP Address

ie Port info Multicast Group
Port Controls Ip_nddress vID MM h Port
Trunking

Filter Database

VLAN ¢

figuration
Spanning Tree
Port Saiffer

SNMP

a0 000OROOS

Security Manager
Close #
TFTF Update Firmware

Corfiguration Backup

Re=et System
Reboot

Figure 5-20 WGSD-1020 IGMP Snooping Web Page screen

Please check the detail description of parameters as below:

IGMP Snooping: WGSD-1020 support IP multicast and allow enable IGMP protocol on Switch setting ad-
vanced page from the web interface. This web page provide IGMP Snooping information,
you can see different multicast group, VID and member port. Please note the IP multicast
address range is from 224.0.0.0 to 239.255.255.255.

5 : & . 10/100/7000Mbps |
Inteiligent Ethernet Switch
008 Bawe - T
L] -
Fort tatus Forwarding and Filtering
Fort Statistics
Adrnini stration e - add
@ 1P Address Static MAC Addresses
@ Switch Settings
@ Console Port Info Static addresses currently defined on the switch are listed below.
@ Port Controls Click Add to add a new static entry to the address tahle.
@ Trunking
@ Filter Database
@ VLAN Configuration MaC Address _ PORT
@ Spanning Tree
@ Port Sniffer
@ SNmP
@ Security Manager

Close 4
TFTP Update Firmware

Corfiguration Backup

Reset System

MAC Address |
Port Num |

¥Ylan ID TiA

Celete | Helpl

Figure 5-21 WGSD-1020 Static MAC Address Web Page screen
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Static MAC Address: when add a static MAC Address, it remains in the Switch’s address table, regardless
of whether the device is physically connected to the Switch. This function make the
Switch can relearn device’s MAC Address when the device is disconnected or
power-off and active in the network again. The configure procedure is shown as be-
low:

1. To add static MAC Address.
2. From the main menu, click “administrator” then click “Filter Database”.

3. Click “static MAC Address”. In the MAC address box. Enter the MAC address to which port should
permanently forward traffic, regardless of the device’s network activity.

4. In the Port Number box, select a port number.

If tag-based (IEEE 802.1Q) VLANSs are set up on the Switch, static addresses are associated with indi-
vidual VLANSs. Type the VID (tag-based VLANS) to associate with the MAC address.

6. Click “add” to take effect.

You can click” Help” button; the following screen in Figure 5-22 appears.

oft Internet Explorer =12 x|
When you add a static MAC address, it remains in the switch's address table, regardless of whether the device is physically connected to the switch, This
saves the switch from having to re-learn a device's MAC address when the disconnected or powered-off device is active on the network again.
To add a static MAC address
1. From the main menu, click Configure Device, then dick Forwarding and Filtering.
2. Click Static MAC Addresses.
2. Inthe MAC address box, enter the MAC address to and from which the port should permanently forward traffic, regardless of the device's netwark
activity.
4. Inthe Port Mumber box, select a port number. For the optional modules, the port number is MP1 (and MP2 for the 100FX module].
5. If port-based or tag-based (IEEE 2802.1Q) VLANS are set up on the switch, static addresses are associated with individual VLANS, Type the WLAN
name (port-based YLANS) or VID (tag-based VLANs) to associate with the MAC address.
6. Click Add.
Close I
Figure 5-22 WGSD-1020 Adding Static MAC Address Web Page screen
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10/100/7000Mbps |
Intelligent Ethernet Switch |

000 B - T

.N.

JPLANET

Port Statistics

Adrnini stration

iP Address

Switch Settings

Console Port info

Port Controls Port Enable Security

{ Enable Security
{disable for MAC Learning)

" | {disable for MAC Learning)

(A E A N R AN AN N

Security Manager

Close #

L) B S I R B S
o o o B e

a|iog|ioi;,m

Apply' Default | Help |

Figure 5-23 WGSD-1020 Port Security Web Page screen

Port Security: any port in security mode will be “locked” without permission of MAC address learning. Only
the incoming packets with MAC already existing in the MAC address table can be forwarded
normally. You can disable the port from learning any new MAC addresses then use the static
MAC addresses screen to define a list of MAC address that can use the secure port. Enter
the settings then click submit to apply the change on this web page.

You can click” Help” button; the following screen in Figure 5-24 appears.

rit - Microsoft Internet Explorer = |

Configuring Port Security

To secure a pott, disable the port from learning any new MAC addresses, then use the Static MAC Addresses screen to define a list of MAC addresses that
cah use the secure port.

Enter the settings, then click Apply to apply the changes on this page.

If the options below are dimmed, MAC address learning is enabled for the switch.

Close |

Figure 5-24 WGSD-1020 Configure Port Security Web Page screen
Click “Close” to close this screen.
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- e |
(B PLANET 10/100/1000Mbps |
(JPLANET e Intelligent Ethernet Switch |

----- IGMP Snooping  StaticMAC Addresses Port Security MAC Filtering

Specify a MAC address to filter,

MAC Address

(X X N NN NN N

Security Manager

Clese 4
TFTF Update Firmware

Corfiguration Backup

Reset System
Reboat

Mac Address
Vlan ID 1is
Celete | Helpl

Figure 5-25 WGSD-1020 MAC Filtering Web Page screen

MAC Filtering: MAC address filtering allows the WGSD-1020 to drop unwanted traffic. Traffic is filtered
based on the destination addresses. For example: if your network is congested because of
high utilization from one MAC address, you can filter all traffic transmitted from that MAC

address.

You can click” Help” button; the following screen in Figure 5-26 appears.

=18 ]

ntermet Explorer

Configuring MAC Address Filters

Mac address filtering allows the switch to drop unwanted traffic, Traffic is filtered based on the source or destination addresses, For example, if your
network is congested because of high utilization from one MAC address, you can filter all traffic transmitted from that MAC address, restoring network flow
while you troubleshoot the problem.

To add a MAC address filter

1. From the main menu, click Configure Device, then click Forwarding and Filtering.

2. Click MAC Filtering.

3. Click Add.

4, Inthe MAC Address box, type the MAC address [without hyphens) to filter,
5. Select the port that will filter traffic from this address.

6. If port-based or tag-based VLANS are configured on the switch, type the name or VID of the YLAN to use the filter.

7. Apply.

Close |

Figure 5-26 WGSD-1020 MAC address Filter Help Web Page screen

Click “Close” to close this screen.
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5.4.7 VLAN Configuration

A Virtual LAN ( VLAN) is a logical network grouping that limits the broadcast domain. It allows you to
isolate network traffic so only members of the VLAN receive traffic from the same VLAN members.
Basically, creating a VLAN from WGSD-1020 is logically equivalent of reconnecting a group of net-
work device to another Layer 2 Switch. However, the entire network device is still plug into the same
Switch physically.

WGSD-1020 support port-based(refer to section 5.4.7.1) and protocol-based VLAN (refer to section
5.4.7.2) in web management page. In the default configuration VLAN is enable and all ports belong to
the default VLAN ( VID=1).

5.4.7.1 Port-based VLANs ( IEEE 802.1Q VLAN)

Port-based Tagging rule VLAN is an IEEE 802.1Q standard. Therefore, it's possible to create a VLAN
across devices from different Switch venders. IEEE 802.1Q VLAN use a technique to inserta” Tag”
into the Ethernet frames. Tag contains a VLAN identifier (VID) that indicates the VLAN numbers.

Note: You can disable/enable VLAN function and choose VLAN operation Mode from Switch Set-
tings.

10/100/1000Mbps |
Intelligent Ethernet Switch |
000 Bae - T |

o
ioon'

s .

o

Fort Status VLAN Configuration

Fort Statistics

802.1Q withywithout GYRP YLAN
Information

default__1

Close #

TFTF Update Firmware

Configuration Backup

Reset System _Add| Edit| Delete | PrePage | MedPage | Help |

Figure 5-27 WGSD-1020 Tag-based (IEEE 802.1Q) VLAN Web Page screen
Create a new VLAN group and add tagged member ports procedure:
1. From the main menu, click administrator —VLAN configuration. The screen in Figure 5-27 appears.
2. Click “Add” to create a new VLAN group.
3. Type a name for the new VLAN and VLAN ID (between 2- 4094). The default VLAN of each port 1.
4. From the available ports box, select ports to add to the Switch and click “Add”
5. Click “Apply” to take effect.

You can click” Help” button; the following screen in Figure 5-28 appears.
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| v

Configuring a Tag-based (IEEE 802.1Q) VLAN

Tag-based WLANs are based on IEEE 802,10 specifications. Traffic is forwarded to WLAN member ports based on identifying WLAN tags in data packets. You
can also configure the switch to interoperate with existing tag-based YLAM netwaorks and legacy non-tag networks.

To configure a tag-based VLAN

1. Make sure the switch's ¥LAN operation mode is set to Tag-based (IEEE 802.1Q) YLAN.
2. Create a YLAN and add tagged member ports to it.

© From the main menu, click Configure WLAN, then click Tag-based WLAM.

O Click Add.

O Type a name for the new VLAN.

O Type a VID (between 2-4094), The defaultis 1.

© From the Available ports box, select ports to add to the switch and click Add.
O Click apply.

By adding ports to the VLAN vou are also tagging of traffic on that port. This means that traffic leaving the switch has a unigue identifier (VLAN ID)
that is used to specify traffic from different WLANS,

3. Configure port settings.

From the main Tag-based (IEEE 802.1Q) VLAN page, click Port Settings. To configure a port, click it on the switch faceplate graphic. To configure
settings across all ports on the switch, click Configure All Ports,

O Port ¥ID (PYID)
Sets the Port WLAN ID that will be assigned to untagged traffic on a given port. For example, if port 10's Default PVID is 100, all untagged
packets on port 10 will belong to YLaN 100, The default setting for all ports is WID 1.

This feature is useful for accomodating devices that you want to participate in the YLAN but that don't support tagging. Only one untagged
VLAN is allowed per port.

O GVRP { GARP [Generic Attribute Registration Protocol] ¥LAN Registration Protocol) —
GVRP allows automatic WLAN configuration between the switch and nodes. For example, if the switch is connected to a device with GVRP
enabled, you can enable this setting to allow dynamic ¥LaN configuration information to be processed by the switch.

If a device sends a GVRP request using the VID of a WLAaN defined on the switch, the switch will automatically add that device to the existing
VLAM,

Mote: GVYRP must also be enabled on participating network nodes.

© GMRP { GARP Multicast Registration Protocol)
GMRP is a standards-based methaod of intelligent multicast filtering. If the switch is connected to a device with GMRP enabled, you can enahble ;1

_____ N e e e e et L EhmEmE

Figure 5-28 WGSD-1020 Tag-based (IEEE 802.1Q) VLAN Help Web Page screen
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5.4.7.2 Port VID

In order for an end station send packets to different VLANS. Itself has to be either capable of tagging
packets it sends with VLAN tags or attached to a VLAN-aware bridge that is capable of classifying
and tagging the packet with different VLAN ID based on default PVID and other packet information.

2 ‘ & 3 10/7100/7000Mbps |
Intefligent Ethernet Switch |
008 Bare - T |
e I |
SIS0 =01 =L
L 1o
+ s s ? .

Port YID

Assign a Port WYLAM ID {1 ~4094) for untagged traffic on each part,

then click Submit to apply the changes on this page.
Ingress Ingress _ Ingress Ingress
Filtering 1| Filtering 2| VO | P¥YID Hitering, | Filtaring

2
1 |Enable ~| |[Disahle =] 1 |Enable ~| || Disable x|
1 |Enable ~| [Disable x| 1 |Enatle ~| || Disable x|
1 |Enable ~| [Disahle x| I |Enable ~| || Disable x|
e 1 |Enable ~| [Disable =] 1 |Enable = |[Disable x|
Resat System s |Enable x| |[Disable x| | 10 (1 |Enable x| || Disable x|
Ingress Filtering Rule 1
(Forward only packets with VID matching this port's configured VID)
Ingress Filtering Rule 2

(Drop Untagged Frame)
Applvl Default | Help I

No.| PYID

5}
7
8
9

AWM

Figure 5-29 WGSD-1020 Port VID setting Web Page screen

Please check the detail description of parameters as below:
1. From the main Tag-based (IEEE 802.1Q) VLAN page, click “Port VID Settings”.

2. Port VID( PVID):

Sets the port VLAN ID that will be assigned to untagged traffic on a given port. For example, if port 10's
default PVID is 100, all untagged packets on port 10 will belong to VLAN 100. The default setting for all
port is VID 1. This feature is useful for accommodating device that you want to participate in the VLAN
does not support VLAN tagging. Only one untagged VLAN is allowed per port.

3. Ingress Filtering:
Ingress filtering lets frames belonging to a specific VLAN to be forwarded if the port belongs to that

VLAN.
Please note there are two ingress filtering rule as follows:

Ingress filtering rule 1: forward only packets with VID matching per port’s configured VID.

Ingress filtering rule 2: drop untagged frames.

You can click” Help” button; the following screen in Figure 5-28 appears.

Click “Close” to close this screen.
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5.4.7.3 Port Based VLAN

Choose Port Based VLAN function operation Mode from Switch Settings. The following screen in
Figure 5-30 appears.

10/700/1000Mbps |

3 i & '
Intelligent Ethernet Switch |
1008 B - T |
- | |
SIS0 =0 =01
& o
1 s’ 5 r v

WGSD-1020 .:l. T r=

Port Status VLAN Configuration
Fort Statistics
Adrni
e Port_based YLAN Information
[ ]
e «
L ]
L ]
®
L ]
L ]
L ]
[ ]
® Security y Manas jer

Cln.s.e *
TFTP Update Firmware ’“‘ddl Ed”l Delete | PrePage | MemPage | Helpl

Corfiguration Backup

Re=et Systam

Figure 5-30 WGSD-1020 Port Based VLAN Web Page screen

Create a new VLAN group and add member ports procedure:
1. Click “Add” to create a new VLAN group. The following screen in Figure 5-31 appears.
2. Type a name for the new VLAN and VLAN ID (between 1- 4094).
3. From the available ports box, select ports to add to the Switch and click “Add”
4

Click “Apply” to take effect. The following screen in Figure 5-32 appears.
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10/100/1000Mbps |
Intelligent Ethernet Switch |

PLANET e oY

WGSD-HE0 ,:‘

Portstatus | VLAN Configuration

Port Statistics

Administration

e VLAN Name: [PLANET

@ c :

® Grp ID: |1

L ——

o 2 J]

® 3

e 4

@ Port Sniffer b}

® SN 5]

@ Security Manager T

Close # g

q == Remave |
10

Apply | Help I

Figure 5-31 WGSD-1020 Port Based VLAN setting Web Page screen

10/100/1000Mbps |
Intefiigent Ethernet Switch |

Pertostus | VLAN Configuration
B
IP Address

Port_based YLAN Information
PLAMET___1

Port Controls
Trunking
Filter Dat

vial

Spa
Fort Sniffer

SNmMP

oo bOOOROS

Security Manager

Close &

TFTF Updste Firmware AE|E|| Ed”l DElEiEl FreFage MextPage | HEIpl

Figure 5-32 WGSD-1020 Port Based VLAN setting successful Web Page screen

Download from Www.Somanuals.com. All Manuals Search And Download.

-70 -



5.4.8 Spanning Tree

The Spanning Tree Protocol (STP) is a standardized method (IEEE 802.1D) for avoiding loops in
Ethernet networks. When enable STP function, please ensure only one path at a time is active be-
tween any two nodes on the network. You can enable Spanning Tree Protocol from the Switch setting
advanced item of web interface. We are recommended you to enable STP on whole Switches for
ensures a single active path in the network.

: 10/100/1000Mbps
e DT s
Mebwarkin :&P i
it @JWrrEnl =l :EE
1 i o Lo LR A 1 ] ] ] ¥ » |

sl

P ................... sel Sna““ing T'ee

Configure Spanning Tree Parameters

Ad
. Priority (1-65535) |32768
: Max Age (6-40) |20
® v Hello Time (1-10) |2
@ T
® 5 Forward_Delay_Time(4-30} | 15
e v I
= Apnly
® s
® Root Bridge Information
@ rity M c;- s Priority 32768
. ose & Mac Address 0010b581a195
) TFTFP Update Firmware RDDt_Path_CDSt 10
i i Root Port 1
Max Age 20 -
Hello Time 2
Forward Delay 15

Configure Spanning Tree Port Parameters
Priority Path Cost
Port Number {0 - 255; (1 - 65535;
Default 128) Default 10)

|»

A

- |128 [10 E
Figure 5-33 WGSD-1020 Spanning Tree Parameters Web Page screen

You can modify new value for STP parameter then click “Apply” button to modify.

Configure Spanning Tree Parameters

Priority (1-65535) |32788
Max Age {6-40) [15
Hello Time (1-10}) |2
Forward_Delay_Time{4-30}) |5

Apply

Figure 5-34 Configure Spanning Tree Parameters Web Page screen
Please refer to Table 5-1 for the Spanning Tree Parameters detail description.

Parameter Description

Priority Allow changing priority value. A value used to identify the root bridge. The bridge with the
lowest value has the highest priority and is selected as the root. The priority range is 1 to
65535

Max Age, Allow changing the Max Age value. The Max Age range is 6 to 40

Hello Time |Allow changing the Hello Time. The Hello Time range is 1 to 10.

Forward Delay|Allow changing the forward delay time. The Forward Delay Time range is 4 to 30.
Time

Table 5-1 Spanning Tree Parameters detail description
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You can view the spanning tree information about Root Bridge. The screen is shown as below:

Root Bridge Information

Priority 32768
Mac Address 004063800030
Root_Path_Cost 0
Root Port we are root
Max Age 15
Hello Time 3
Forwvard Delay 5

Figure 5-35 Root Bridge Information Web Page screen

The following parameter can be configured of per port, after you setup completed. Please click “Apply”

button to modify.

Configure Spanning Tree Port Parameters

Priority Path Cost
Port Mumber {0 - 255; {1-65535;
Default 128) Default 10)
1 &
2
3 128 I1EI
4
5 5

Apply | Help |

Figure 5-36 Configure Spanning Tree Parameters of each port Web Page screen

Please refer to Table 5-2 for per port Spanning Tree Parameters detail description.

Parameter Description

Port Priority

Allow to set port priority of per port. The priority range is 0 to 255.

Path Cost

Allow to set port cost of per port. The path cost range is 1 to 65535

Table 5-2 Per port Spanning Tree Parameters detail description

You can view spanning tree status about the Switch. The screen is shown as below:

STP Port Status

PortNum | PathCost | Priority PortState
1 10 128 DISABLED
2 10 128 DISABLED
3 10 128 FORMIARDIMNG
4 10 128 DISABLED
| 10 128 DISABLED
& 10 128 DISABLED
7 10 128 DISABLED
o 10 128 FORMIARDIMG
a 10 128 DISABLED
10 10 128 DISABLED

Figure 5-37 STP Port Status Web Page screen

You can click” Help” button; the following screen in Figure 5-38 appears.
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Spanning Tree Management Help

The Spanning-Tree Protocol is a standardized method for avoiding loops in switched networks.

lse this page to change the parameters this switch uses when chosen to be the Spanning-Tree root.

Current Spanning Tree Root

These fields display the Spanning-Tree values defined for the switch currently acting as the root,

Spanning Tree Options4
Define the following parameters to take effect when this switch is acting as the root:

Priority
Avalue used to identify the root bridge, The bridge with the lowest value has the highest priority and is selected as the root. Enter a number 1
through 65535.1f you change the value, you must reboot the switch.

Max age
The number of seconds a bridge waits without receiving Spanning-Tree Protocol configuration messages before attempting a reconfiguration. Enter a
number & through 40,

Hello
The number of seconds between the transmission of Spanning-Tree Protocol configuration messages. Enter a number 1 through 10,

Delay
The number of seconds a port waits before changing from its Spanning-Tree Protocol learning and listening states to the forwarding state, Enter a
number 4 thraugh 20,

Note: Each switch in a spanning-tree adopts the Hello, Delay, and Max age parameters of the root bridge, regardless of how it is configured.

Close |

Figure 5-38 Spanning Tree Management Help Web Page screen

Click “Close” to close this screen.
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5.4.9 Port Sniffer
The Port sniffer is a method for monitor traffic in WGSD-1020 networks. Traffic through ports can be
monitored by one specific port. Traffic through the in or out monitored ports will be duplicated into
sniffer port.

10/100/1000Mbps |
Intelligent Ethernet Switch |

tommenlcatien

Port Sniffer

bt Roving Analysis State: |DISABLE x|
: Analysis Port: |NUHE Ll
P Monitor Ports Monitor Rz Monitor Tz
- 1 ] O
L]
® 2 O [
@ Spanning Tree 3 = r
@ Port Sniffer
& SNWMP 4 O r
@ Security Manager 5 !_ |_
Close &
TFTP Updzte Firmware g l_ |_
= - r
..Rasa Systemi o a O O
Reboot q r ’...
10 ] O

apply | Deraur | Heip

Figure 5-39 WGSD-1020 Port Sniffer Web Page screen
Please check the detail description of parameters as below:
Roving Analysis: provide disable or enable port sniffer function.

Analysis Port: allow seeing all monitor port traffic; you can connect sniffer port to LAN Explorer, Session
Wall, Sniffer Pro or Netxray.
Monitor RX: Monitored receive frames from specific port.

Monitor TX: Monitored send frames from specific port.

You can click” Help” button; the following screen in Figure 5-40 appears.
=181x]

it Interet Explorer

Port Sniffer Management Help

The Part Sniffer is a method for monitor traffic in switched netwarks,

Use this page to select monitor port and sniffer port: for this switch.

Monitor Port

The ports you want to monitar. Al manitor port traffic will be copied to sniffer port. ¥ou can select max 9 maonitor ports inthe switch. If you want to disabhle
the function, you must select monitor port to none.

Analysis Port

Analysis port can be used to see all monitor port traffic. You can connect sniffer port to lan analysier or netsray.

Close I

Figure 5-40 WGSD-1020 Port Sniffer Help Web Page screen

Click “Close” to close this screen.
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5.4.10 SNMP

Allow to management the WGSD-1020 through the Simple Network Management Protocol (SNMP)
It provides protocol that governs the transfer of information between management stations (PC with
SNMP software) and agent (switches). The management Information Base (MIB) is installed correctly
on the management station.

10/100/1000Mbps
Intefligent Ethernet Switch |

l) PLANET

Mebwarkieg & Commuaicatien |

SNMP Management
System Options
L) Name : |
L ]
® Location : |
L ]
® Contact :|
L Apply | Help
- Aoty | Heio |
: Community Strings
. Current Strings : New Community String :
@ Ssec s public_ RO == Add == | String : |
Closs #

TETP Update Firmware e | & RO T RW
o :

Trap Managers
Current
Managers :

{none} == Add == | IP Address : I
e | Community :I

New Manager :

Ll

Figure 5-41 WGSD-1020 SNMP Management Web Page screen

Use this page to define the management stations as trap managers and key in SNMP community strings. It
also allows user to define a name, location and contact person for the WGSD-1020. Fill in the system options
data and click “Apply” to update the change of this page.

System Options

MName :|

Location :|

Contact : |

Applyl Help |

Figure 5-42 System Options Web Page screen
Please check the detail description of parameters as below:
Name: enter the system name for this Switch.
Location: enter the location of this Switch.

Contact: enter the name of system administrator. Then click “Apply” to take effect.

Community strings serve as password and can be entered as following screen:
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Community Strings
Current Strings : MNew Community String :

public__ RO == Add == | String :l
Remaove | © RO € RW

Figure 5-43 Community Strings Web Page screen

Please check the detail description of parameters as below:
RO / Read Only: enables requests accompanied by this string to display MIB-object information.

RW / Read Write: enables requests accompanied by this string to display MIB-object information and set

MIB objects.
Trap Manager

A Trap manager is a management station that receives traps, the system alerts generated by the Switch.

If Trap manager is not defined then there is no trap issued. Create a Trap manager by enter the IP address of

the station and community name.
Trap Managers

Current .
Managers : MNew Manager :

(nane) << Add =< | IP Address : |
e — | Community :|

Figure 5-44 Trap Managers Web Page screen

You can click” Help” button; the following screen in Figure 5-45 appears.

ft Internet Explorer

==X

SNMP Management Help

Use this page to define management stations as trap managers and to enter SMMP community strings. You can also define a name, location, and contact
person for the switch,

System Options4
Enter the following information about the switch, as needed:

Name

Enter a name to be used for the switch.
Location

Enter the location of the switch.
Contact

Enter the name of 3 person or organization,

Click Statistics to display SNMP system information about the switch,

Community Strings

Community strings serve as passwords and can be entered as one of the following:

Read only (RO}
Enables requests accompanied by this string to display MIB-object information.
Read only (RW)
Enables requests accompanied by this string to display MIB-object information and to set MIB ohjects.

Trap Managers

Atrap manageris 3 management station that receives traps, the system alerts generated by the switch, If no trap manager is defined, no traps are
issued. Create 2 trap manager by entering the IP address of the station and a community string.

Cloge |

Figure 5-45 SNMP Management Help Web Page screen
Click “Close” to close this screen.
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5.4.11 Security Manager
Allow user to modify the User Name and Password of WGSD-1020.

10/100/1000Mbps |
Intelfigent Ethernet Swifch |

Security Manager

Administration

User Name: W

Assign/Change password: l“"*—

Reconfirm password: l“"*i
oy |

@
95
B

SNMP

o000 OOOOO

Security Manager
Close 4
TFTFP Update Firmware

Figure 5-46 WGSD-1020 Security Manager Web Page screen
Input the new user name.
Input the new password.
Re-input the new password.
Click “Apply” button to modify.

1.
2.
3.
4,

-77 -

Download from Www.Somanuals.com. All Manuals Search And Download.



5-5 TFTP Update Firmware

The following menu options provide some system control functions to allow user to update latest
firmware and remotely reboot WGSD-1020 system.

- + |
B PLANET i i [ . 10/100/1000Mbps |
-) TG Intelligent Ethernet Switch |

PLANET | &

Won0 e Y

TFTP Download New Image

Admlnlslrahon

TFTP Update Firmware TFTP Server IP Address |[192.168.0.57

R Crianemon Bemnlg Firmweare File Name limage.hin
Reset System
Eenaer Applyl Helpl

Figure 5-47 WGSD-1020 TFTP Download New Image Web Page screen

Firmware update requirements:
1. The latest firmware version of WGSD-1020.
2. WGSD-1020.
3. ATFTP server
Firmware update procedure:
1. Install TFTP server in your PC.
2. Download the firmware file and put the file to the TFTP download directory.
3. Enter the IP address of PC with TFTP server and the firmware name.
4. Click “Apply” to update the firmware.
You can click” Help” button; the following screen in Figure 5-48 appears.

28 TFTP Help - Micmsnft Intermet Explorer — & x|

TFTP Help

TFTP is trival file transfer protocol

Use this page to set tftp server ip address. You must put new image in titp server.switch will download new flash image.

Close
Figure 5-48 WGSD-1020 TFTP Help Web Page screen

Click “Close” to close this screen.
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5-6 Configuration Backup
This option allows you to backup the WGSD-1020's configuration into a file.

10/100/1000Mbps |
Intelligent Ethernet Switch |

() PLANET T isbie —

Metwarkirg & Commaaicatien

Fort Status TETP Configuration

Port Statistics

Adrmini stration
TFTF Update Firmware

TFTP Restore Configuration TETP B'a_'l:k_-q' 1 Configuration

Configuration Backup

Reset System
Reboot Backup File Name ||ﬂash.dat

Applvl Help |

TFTP Server IP Address ||192.168.D.5?

Figure 5-49 WGSD-1020 TFTP Configuration Web Page screen

TFTP Restore Configuration:

TFTP Configuration

TFTP Restore Configuration FTP Backup Confiquration

TFTP Server IP Address [192.158.0.99

Backup File Name [nash.dat

Help |

Figure 5-50 WGSD-1020 TFTP Restore Configuration Web Page screen

Purpose: allow user restore the EEPROM value from this function.
Usage: enter the TFTP Server IP Address and Backup File Name.
Click “Apply” to restore EEPROM value.
Note: you must put the backup image file (backup by TFTP Backup Configuration) in TFTP server
then download the backup image file to the WGSD-1020.
You can click” Help” button; the following screen in Figure 5-48 appears.

Click “Close” to close this screen.
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TFTP Backup Configuration:

TFTP Configuration

TFETP Restore Configuration TFTP Backup Configuration

Help |

Figure 5-51 WGSD-1020 TFTP Backup Configuration Web Page screen
Purpose: allow user save the EEPROM value from this function.
Usage: Enter the TFTP Server IP Address and Backup File Name.
Click “Apply” to save current EEPROM value.

You can click” Help” button; the following screen in Figure 5-48 appears.

Click “Close” to close this screen.
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5-7 Reset System

This function provides reset the Switch to factory default mode.

10/100/1000Mbps |

4 ‘ i 3
Intelligent Ethernet Switch |
R sy -
e w0 . ava |
= BLEL] (0 E0
e 80w Sl
T 8 ¥ 1 5 L] ¥ ¥

WESDH0 g

(JELANer

=
Reset System

e Reset Switch to Default Configuration

TFTP Update Firmeeare
Qerhauet ke e reset

Reset System _I

Reboot

Figure 5-52 WGSD-1020 Reset Switch Web Page screen
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5-8 Reboot System
This function allows reboot the WGSD-1020.

10/700/1000Mbps |

3 : & '
Pl ey . - . - Intelligent Ethernet Switch
o e e 8o 2

(JaNer

WESDAEN oy

Port Status Rehoot Switch System

Fort Statistics

BmpmeEn reboot | Helpl

TFTF Update Firmware

Configuration Backup

Reset System

Figure 5-53 WGSD-1020 Reboot Switch Web Page screen

You can click” Help” button; the following screen in Figure 5-54 appears.

note Eoot Help - Mi it Internet Explorer .l =1=]x]
E
Remote Boot System Help
Remote Boot is used to reset whole switch system
If some network problem happen or some setting value take effect after reboot, you can reboot system.
Close |
Figure 5-54 WGSD-1020 Reboot Switch Help Web Page
Click “Close” to close this screen.
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5-9 View the State, Link Activity and detail packet information

To view the current state, link, and detail packet information for the WGSD-1020, click the RJ-45 jacks

on the switch shown in your Browser’s screen. The LED Panel screen in Figure 5-55 appears.

1
2N
Up
2658449
]
546222
a]
]
28
209601

3 Port 1 Status - Network Ports Informs

Figure 5-55 View the State, Link, detail packet information Web Page screen
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6. SWITCH OPERATION

6.1 Address Table

The Giga Switch is implemented with an address table. This address table composed of many entries.
Each entry is used to store the address information of some node in network, including MAC address,
port no, etc. This information comes from the learning process of Ethernet Switch.

6.2 Learning

When one packet comes in from any port. The Giga Switch will record the source address, port no. and
the other related information in address table. This information will be used to decide either forwarding or
filtering for future packets.

6.3 Forwarding & Filtering

When one packet comes from some port of the Ethernet Switching, it will also check the destination
address besides the source address learning. The Ethernet Switching will lookup the address-table for
the destination address. If not found, this packet will be forwarded to all the other ports except the port
which this packet comes in. And these ports will transmit this packet to the network it connected. If found,
and the destination address is located at different port from this packet comes in, the Ethernet Switching
will forward this packet to the port where this destination address is located according to the information
from address table. But, if the destination address is located at the same port with this packet comes in,
then this packet will be filtered. Thereby increasing the network throughput and availability

6.4 Store-and-Forward

Store-and-Forward is one type of packet-forwarding techniques. A Store-and Forward Ethernet
Switching stores the incoming frame in an internal buffer, do the complete error checking before
transmission. Therefore, no error packets occurrence, it is the best choice when a network needs effi-
ciency and stability.

The Ethernet Switch scans the destination address from the packet-header, searches the routing table
provided for the incoming port and forwards the packet, only if required. The fast forwarding makes the
switch attractive for connecting servers directly to the network, thereby increasing throughput and
availability. However, the switch is most commonly used to segment existing hubs, which nearly always
improves overall performance. A Ethernet Switching can be easily configured in any Ethernet network
environment to significantly boost bandwidth using conventional cabling and adapters.

Due to the learning function of the Ethernet switching, the source address and corresponding port
number of each incoming and outgoing packet are stored in a routing table. This information is subse-
quently used to filter packets whose destination address is on the same segment as the source address.
This confines network traffic to its respective domain, reducing the overall load on the network.

The Giga Switch performs "Store and forward" therefore, no error packets occur. More reliably, it re-
duces the re-transmission rate. No packet loss will occur.

6.5 Auto-Negotiation

The STP ports on the WGSD-1020 switch have built-in "Auto-negotiation". This technology automatically
sets the best possible bandwidth when a connection is established with another network device (usually
at Power On or Reset). This is done by detecting the modes and speeds at the second of both device is
connected and capable of, Both 10Base-T and 100Base-TX devices can connect with the port in either
Half- or Full-duplex mode. 1000Base-T can only be connected in Full-duplex mode.
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7. TROUBLESHOOTING

This chapter contains information to help you solve problems. If Giga Switch is not functioning properly, make
sure the Ethernet Switch was set up according to instructions in this manual.

The Link LED is not lit
Solution:
Check the cable connection and remove duplex mode of the Giga Switch

Some stations can not talk to other stations located on the other port

Solution:
Please check the VLAN, port trunking and Port Sniffer function which may introduce this kind of problem..

Performance is bad

Solution:

Check the full duplex status of the Ethernet Switch. If the Ethernet Switch is set to full duplex and the
partner is set to half duplex, then the performance will be poor.
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APPENDIX A NETWORKING CONNECTION

A.1 Switch‘s RJ-45 Pin Assignments
1000Mbps,1000Base T

Contact | MDI | MDI-X |
1 BI_DA+ BI_DB+
2 BI_DA- BI_DB-
3 BI_DB+ BI_DA+
4 BI_DC+ BI_DD+
5 BI_DC- BI_DD-
6 BI_DB- BI_DA-
7 BI_DD+ BI_DC+
8 BI_DD- BI_DC-

Implicit implementation of the crossover function within a twisted-pair cable, or at a wiring panel, while
not expressly forbidden, is beyond the scope of this standard.

A.2 10/100Mbps, 10/100Base-TX

Contact | MDI | MDI-X
1 1 3
2 2 6
3 3 1
6 6 2

A.3 RJ-45 cable pin assignment

T

There are 8 wires on a standard UTP/STP cable and each wire is color-coded. The following shows the pin allocation and color of
straight cable and crossover cable connection:
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Straight Cable SIDE 1 SIDE 2
1234567 8SIDE1 1=wWhite/Orange 1= White/Orange
2= Orange 2= Orange
3= White/Green 3 = White/Green
4 = Blue 4= Blue
5 = White/Blue 5 = White/Blue
123456783D 6 = Green 6= Green
T = White/Brown T = White/Brown
8 = Brown 8= Brown

Cross Over Cable

SIDE 1 SIDE 2
12345678 SIDE1 1 = White/Orange 1 = White/Green
2= Orange 2 = Gresn
3 = White/Green 3 = White/Orange
4 = Blue 4 = Blue
rr 5 = White/Blue & = White/Blue
1234567 8 SIDE 2 €= Green 6 = Drange
7 = White/Brown 7 = WhiteBrown
B8 =Brown 8 = Brown

Figure A-1: Straight-Through and Crossover Cable

Please make sure your connected cables are with same pin assignment and color as above picture before deploying the cables into
your network.
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APPENDIX B TECHNICAL SPECIFICATIONS

WGSD-1020 10/100/1000Mbps Intelligent Ethernet Switch

Hardware Specification

Ports

Eight 10/ 100Base-TX , two 1000Base-T RJ-45 Auto-MDI/MDI-X ports

Switch Fabric

5.6Gbps

Switch Processing Scheme

Store-and-forward

Throughput (packet per second) 4.16Mpps
Address Table 8K entries
Queue Buffer 128Kbytes

Flow Control

Back pressure for half duplex, IEEE 802.3x PAUSE Frame for full duplex

Broadcast Storm Control

Runt and CRC Filtering eliminates erroneous packets to optimize the network

bandwidth
Dimensions 217x135x 43 mm (D x W x H)
Weight 1kg

Power Requirement

100~240 VAC, 50-60 Hz

Power Consumption / Dissipation

17 Watts maximum / 58 BTU/hr maximum

Temperature

Operating: 0~50°C, Storage -10~70°C

Humidity

Operating: 10% to 90%, Storage: 5% to 90% (Non-condensing)

Standards Conformance

Regulation Compliance

FCC Part 15 Class A, CE

Standards Compliance

IEEE:

IEEE 802.3 (Ethernet)

IEEE 802.3u (Fast Ethernet)

IEEE 802.3ab (Gigabit Ethernet)
IEEE 802.3x (flow control)

IEEE 802.1d Spanning Tree

IEEE 802.1Q VLAN

IEEE 802.1p port priority

IEEE 802.3ad port trunking (with LACP)
RFC:

RFC 783 TFTP

RFC 791 IP

RFC 792 ICMP

RFC 854 Telnet

RFC 1157 SNMP

RFC 1213 MIB Il

RFC 1757 RMON (group 1, 2, 3, 9)
RFC 2068 HTTP
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