RSA ClearTrust Ready Implementation Guide

for Portal Servers and Web-Based Applications
Last Modified March 15, 2005

1.Partner Information

Partner Name

IBM Corporation

Web Site

www.ibm.com

Product Name

IBM Lotus Team Workplace

Version & Platform

6.5.1, Windows 2003 Enterprise

Product Description

IBM Lotus Team Workplace (QuickPlace) is a business-ready, self-
service work space expressly designed for team collaboration. With
Lotus Team Workplace, users can instantly create secure work
spaces on the Web, providing them with a "Place" to coordinate,
collaborate and communicate on any project or ad hoc initiative.

Product Category

Internet / Intranet

2.Contact Information

Sales contact Support Contact
Phone | 800-IBM-4YOU 800-IBM-SERV
Web www.lotus.com/products www.ibm.com/software/lotus/support
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http://www.ibm.com/
http://www.lotus.com/products/product3.nsf/wdocs/ltwhome
http://www-306.ibm.com/software/lotus/support/teamworkplace/support.html

3.Solution Summary

Feature Details
Use UserlD for SSO Yes
Use UserlD for Personalization Yes
Recognize Authentication Type No
APIl-level Authorization Support No
(RuntimeAPI)
User Management No

(AdminAPI)

4.Integration Overview

To achieve single-sign-on with Lotus Team Workplace, the RSA ClearTrust Agent for Domino is
installed on the Domino server. The agent is then configured to protect all Team Workplace pages,
as well as any other desired pages. The Domino server is configured for multi-server single-sign-
on, and authentication enabled. After this, users authenticated via either a ClearTrust
authentication mechanism, or Domino’s internal authentication, will be able to access all protected

Domino assets.

Domino Server

Team Workplace

ClearTrust Agent /

Client Browser

Domino Web Server

Lyl L

Domino LDAP Server

/
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5.Product Requirements

Hardware requirements

Component Name: Lotus Domino

Memory

256Mb

Hard Drive

1Gb (1.5Gb recommended)

Software requirements

Component Name: Lotus Domino

Operating System

Version (Patch-level)

AIX

5.1,5.2

0S/400

VSR1, VSR2, i50S VSR3

Windows 2000

Server, Advanced Server

Windows 2003

Server, Enterprise

Solaris

8,9

Red Hat Enterprise Linux

2.1

Component Name: Lotus Team Workplace

Operating System

Version (Patch-level)

AIX

5.1,5.2

0S/400

VSR1, VSR2, i50S VSR3

Windows 2000

Server, Advanced Server

Windows 2003

Server, Enterprise

Solaris

8,9

Component Name: RSA ClearTrust Agent for Domino

Operating System

Version (Patch-level)

AlIX 5.1,5.2
Windows 2003 Server
Domino 6.5.11F1
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6. Product Configuration

This section provides instructions for integrating the partners’ product with RSA ClearTrust. This
document is not intended to suggest optimum installations or configurations. It is assumed that the
reader has both working knowledge of the two products to perform the tasks outlined in this section
and access to the documentation for both in order to install the required software components. All
products/components, including the ClearTrust servers and Entitlements Manager, need to be
installed and working prior to this integration. Perform the necessary tests to confirm that this is
true before proceeding.

In order to achieve this integration, the following steps are necessary:

¢ Install & Configure Domino Server
e Install & Configure RSA ClearTrust Agent for Domino
o Install & Configure Lotus Team Workplace

Installation & Configuration of the Domino Server

Using the Domino 6.5.1 installation media, start the setup program. During the setup process,
customize as necessary for your requirements, but be sure to choose to install the Domain
Enterprise Server.

After the installation of the base server, install the Interim FixPack 1. Lotus Team Workplace
(LTWP) requires Domino 6.5.1 IF1. Also, if you do not already have a Domino Administrator client
already installed, you should install one at this time.

Configuration

Once the basic server and IF1 are installed, start the Domino server. When you start it for the first
time, you will be prompted to configure the server. Unless you have a pre-existing Domino
installation that you are integrating this server into, select the stand-alone server option.

During the setup process, if you save an external copy of the administrator’s id file, it will be easier
to find from the client.

&Y.y ClearTrust’ Page: 4
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Specify an Administrator name and password msoﬂware

To create the Administratar's 1D, wvou must provide the administrator's name and passward. You
can use the name of a specific person, or a last name only to create a generic Administratar D
that can be used hy several peaple.

First name: Middle: Last name {or generic account name):
| Jadimin
:C Administrator passwoard: Confirm passward:

Iﬁ**t*ﬁ* Iﬁ*ﬁ**ﬁ*
Minirmurm of & characters

The Administrator ID file will be stored inside the server's Domino Directory.

- .
Also save a local copy ofthe 1D file: Browse... |

CiLotusiDominoiDatatadmin.id

Bl wantiouse an exsting ddministrator IEfe: Browse... |

Gl otusimaminoiEatatadmin.ic

Help | = Back | Mext = I Cancel |

Also, be sure to select the Web Browsers (HTTP services) option, since it is not selected by

default.

x

What Internet serices should this Domino Server provide? msoﬂware

Selectthe Internet services this Domino server will provide. Basic Motes and Domino services
are set up hy default. {v'ou can always change these options later in the Domina Directary).

Setup Internet senices for.

¥ieb Browsers (HTTP servicesk
[ Internet Mail Clients (SMTP, POP3 and IMAP services)

Directary services (LDAP services)

To customize all other Domino senvices, click Custamize. Customize... |

Help | = Back | Mext = I Cancel |

After this configuration process ends, start your Domino server, and ensure that it starts up
correctly. You should also use the admin.id file created above to enable you to administer the

server from a Domino Administrator.
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Installation & Configuration of the RSA ClearTrust Agent for Domino

Prior to beginning installation of the RSA ClearTrust Agent, stop the Domino server. Then, start the
agent setup program. Ensure that the agent detects the correct installation directory for Domino.

Make sure that the SSL settings entered in this process match the settings in your RSA ClearTrust
servers’ configuration files. For more information, consult the RSA ClearTrust Agent for Domino’s
Installation & Configuration Guide.

During the installation procedure you will be prompted for the address of a Dispatcher server, and
an Entitlements server. While the dispatcher’s address is required, the Entitlements server’s
address is required only if it is not connected to a dispatch server.

Remember the web server name you enter during the setup, as you will need to enter the exact
same name into the Entitlements manager.

Installation & Configuration of Lotus Team Workplace
To begin installation, stop the Domino server, and then run the LTWP setup program. Ensure that it

detects the correct Domino installation directory. After the installation concludes, a setup program will
run. During the configuration, you will be asked for credentials for an administration account.

Note: Ensure that this user name is uniqgue among user names from any LDAP stores you will attach
LTWP to. LTWP authenticates to a separate data store by default, and will not be able to distinguish
between users if there is overlap.

Specify name and password ﬂ

Frovide the name and password for the pergon who iz going to

Lotus. software administer thiz Latus Team Waorkplace server:
Uzer name: < pradmin ’
Password: I *******
Yerify password: I xxxxxx 1

< Back I Mewut » I Cancel |

Once LTWP is installed and configured, restart Domino, and ensure that it starts successfully.
Next, Domino must be configured for multi-server single-sign-on according to the instructions in the
Lotus Team Workplace Administrator's Guide.

&Y.y ClearTrust’ Page: 6
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Disable ClearTrust DSAPI Filter

Note: There is a known issue with authenticating via the QuickPlaceLoginForm while the agent is
installed. While using RSA ClearTrust Agent v4.6 for Domino, authenticating a user via
QuickPlaceLoginForm may cause the Domino server to exit. See Known Issues for more
information.

Because of this issue, disable the RSA ClearTrust DSAPI filter for further configuration (it will be re-
enabled later). To do this, start the Domino Administrator, and open up the server document for
the server you created for LTWP. Under Internet Protocols, on the HTTP tab, you will see the
DSAPI section halfway down on the right hand side of the document. Remove the
ct_domino65_agent.dll entry, but make note of it, as you will replace it later. Then restart the
Domino server.

Dlogout  DEreferences  [Help

l N ‘}Twh
Refiesh

DSAP! filter ile names:  ndolextn

All Serves Documents

5 Disabled
e ic
S CADominoAgentd. B
EW“‘W ylibyct_domino65_agent dil

Tograms =
Eytenal Domain N etworl Bisehled
) NOTESIMI fie [a—
El Cle@t.pwip!l’de ]_'ggging '
© T Messaging | URLs:
P o7
L&YY ClearTrust’ age
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Enable Domino SSO
Once the server restarts, start configuring the LTWP installation.

Create a Web SSO Configuration document, or add the LTWP server onto an existing one.
When creating the SSO document, this guide used a Domino SSO Key.
Create a mapping form to map authentication to the QuickPlaceLoginForm.

e Restart the server.
1. Use the Domino Administrator and open the hub server:
a. Select the Configuration tab.

b. Inthe navigation pane, choose Server.
c. Click the Web button, and select Create Web SSO Configuration.

J FEL&B Damain IﬂWeIcome X]
Pecpe & Graups | Fies | Server.. | Messaging...| Replaton | Confguation |

& Server: peDevirsaPE . -
5 ﬂ Release B.5.3FF1 on Windaws NT 5.2 peEUiieetory |Current Server =

» [ Server
& Curent Server Document

Create Yirtual Server

Title

&l Server Documents
Configurations

Connections

Programs

External 0omain Metwork, Inf

Serer ~

Create URL Mapping,/Redirection

#pelLab

Create File Protection

pelewrsaPE

Parner Engineerin i Feal
Server

Wiew Current Configurations

Configuration

> @ Meszaging
» £3 Replication

Note: If you have a mixed R5/D6 environment, you will need to use the Create Web R5 (SSO
configuration) button found in the action bar of Server documents. If you have a pure D6
environment, you can use the method outlined here or use Internet Site documents. For more

information, see the IBM Redbook.
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2. Inthe SSO Configuration document, make the following entries
Select LtpaToken.

Leave the Organization field empty.

c. Select and add all of the servers from the directory to the Domino Server Names field
(this uses the proper hierarchical name for each server).

d. Enter the Internet domain that all of your servers share (you should precede this name
with a leading period; Domino 6 will insert it when the document is saved if you forget).

Eep——

it

I Comments | Adrministration |

L I_._., O O o ™ ™ |

Token Configuration
Configuration Mame: LtpaToken Expiration {minutesz): 300
Organization: ldle Sezzion Timeout: [ Enabled
DME Domain: pe.rza.net

Participating Servers

Domino Server Mames:  ps116/twp

e. Select Keys from the action bar and click Create Domino SSO Key. You will receive a
confirmation when it has been successfully created.

i I Create Doming 550 Eey
556; Import WebSphere LTPA Kevs

! o % ]
T o B o] 0 IR
i i |

B v S 5 o R o ™ (™

I Corments | Admlmstratmn |

Token Configuration
Configuration Marme: LtpaTakenJ Expiration {(minutes); JdSIZIIZIJ
Organizatian: " ldle Sezsion Timeout: [ Enahbled
DrE Domain: r.pe.rsa.netJ

Participating Servers

Dormino Server Mames: J_|:|3116J‘I1'u'u'|:u;|

f. Save and close the Web SSO document.

Note: The Web SSO document is automatically encrypted with the user's ID that created it. If
another administrator subsequently needs to edit the document, the administrator will receive a
warning about the document being encrypted and will not be able to edit it.

If this happens, delete the document and create a new one so that you can add all the servers to
the document.

&Y.y ClearTrust’ Page: 9
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3. Open each Server document and make the following changes to the Internet Protocols -
Domino Web Engine tab:

a. Session authentication: Multiple Servers (SSO)
b. Web SSO Configuration: LtpaToken.

c. Then Click Save and Close.

M T'wP Damain I J'l'_[] Ibwp's Directorny - Serverviwieb. .. X|

People & Groups I Files I Server... I Messaging... I Replication I Configuration |

= Server: ps116Jltwp
i ﬂ Release B.5.2 on Windows NT 5.2

Use Directg
# [ Server TR
.. g Edit 5 vl Create Web (RB)... C I
] Curent Server Document e reate Web (RS) aNeE
All Server Documents 4
Configurations cerver : p5'| ]ﬁﬂ'twp

Connechions
Programs
E =ternal Diomain Metwark, [nf

Bazics | Becurit).-'l FPorts | Server Tazks | Internet Protocols I b Tz | hizcellane

\ X Messaging HTTP | Doming Web Engine | DioP | Loap |

- 3 Replication
I fﬁ Diirectary
I Puolicies

v i Web

Wwieb Server Configurations

Seszion authentication:
Web S50 Configuration:

kultiple Servers (5500
LtpaToken

A 11

4. Open domcfg.nsf. If domcfg.nsf does not exist you will need to create it. See the Domino

documentation for information on how to do this.

People&ﬁroupsl FiIeSl Server... I teszaging... I Fleplicationl Eonfigurationl
e :
“f s E:Ilgs?lﬁ?gun Windows MT 5.2 Sl ot IDatahases only j
- | C:\DominghData | Tile & | Filename & Physical Path & | FileFomat® | Size & |
» [ daming @ Administration Regquest: admind . naf CADominotDataladm RE (43:0) 2,161,152
» [ Do @ Java AgentRBunner agentrunner.ngs ClDominoDataléger RS (4700 458,752
1 gtrhome &3 Bookmarks () bookmatk.nsf  CADominolDataltbool RE (43:0) 7,340,032
[ help @& Local free time info busytime.nsgf CiADominolDatalbusy RE (43:0) 393216
v [ iMotes & Catalog (6 catalog.nsf CADominolDatalcata RE (43:0) 1,898 496
£ mai &2 Ihwp's Certification Log  certlog.nst CiDamingiDatalcent] RE @3:0) 458,752
3 madems % Server Cerificate Admin censrensf CADominolDatalcerts RE (&43:0% 1,331,712
£ Meetinghrchive &> Domino Directory Cache dbdirman.nsf  Cl\DominotDataldbdi RE (43:0) 746,486
» [ PlaceCatalog ft &2 Offline Services doladmin.nst  CiDominaiData\dola RE (43:0) 524,288
# [ QuickPlace @
TN ClearTrust’ Page: 10
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5. Create a mapping form to map authentication to the QuickPlaceLoginForm.
a. Applies To: All Web Sites/Entire Server

b. Target Database: QuickPlace/resources.nsf
c. Target Form: QuickPlaceLoginForm
b. Then Click Save and Close.

LT P Diamain %E Sign In Form Mapping : All...

Applies Ta: & allwWeb SitesiEntire Server
 Specific'Web SiteMirtual Server

Comment: " 4

Target Databaze: IT'lllluiu:kF'Iau:e.l'resu:n.Aru:es.nsfg

Target Form: EQUiCkHaCELDginFDrmg

6. Open the notes.ini file located in the Domino install directory and add the following parameter
QuickPlaceUseDSAPIDNs=1

7. Restart both servers.

&Y.y ClearTrust’ Page: 11
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Point Team Workplace at Domino User Store

Open up LTWP home page in a browser, and login as the LTWP administrator created during
installation. Under Server Settings, select User Directory, then Change Directory. Select
Domino Server as the type, and point it at your Domino server. Then, select to disallow new users.
Save your changes, and log out of LTWP. This is necessary so LTWP will pick up the Domino

users.

_'3_llsrr Dirrlftp_ry._qﬁli[.tlarﬁ- Microsoft Intml'mtEﬂ:Iurer } I
Ble Edt View Favortes Tools Heb | &
Address m hittp: {fps116.pe.rsa.netfQuickPlace /quickplace Admin. nsffcfl7bfcad?af 87205256 708001 67221 fodef 11 5005Fbd54a05256 708001671 3bJ?E:i Go

Lot Team Worpace R i B

admin

Change User Directory Back | MNest
You can specify a user directory from which place members can be selected.

Directory. You can specify a directory from which place managers can select
members. Select the directory type and name below:

Type: IDDminD Server 'I

Warning: New installations should not use this directory type. Directory access using
the Domino NRPC protocol is supported for backward compatibility purposes only.
You should convert to LDAP for directory access before you upgrade the external
user name format in any of the places on this server, See the installation
documentation for more information.

MName: Ipsﬂﬁ.pe.rsa.net

New Users. Do you want to allow place managers to create new users in each place,
or reguire managers to select existing users only from the available directory?
 allow managers to create new users in each place.

@ Disallow new users - Require managers to select existing users from the available
directory.

[Back | | Newt | -

By default, LTWP uses Cloudscape as its user repository. To ease the SSO process, it should be
using only Domino users. By pointing LTWP at Domino, and not allowing new user creation, the
only user in Cloudscape will be the LTWP administrator created during installation. The RSA
ClearTrust repository, for the purposes of this implementation guide, will be kept separate from the
Domino user repository, so those two will need to be separately synchronized.

Log back into LTWP as the LTWP administrator. This time, select Security under Server
Settings. In the administrator section, click Add, and add a Domino user as LTWP administrator.

2} Security - quickplace - Microsoft Internet Explorer

File Edit ‘Wiew Favorites Tools  Help

Lotus. Team Workplace
adrmin | Sign Out Back | Mest
+ Go Up

lissuiione Server Security: Add Access
Administrators. Provide membership information for those wha are permitted to administer this server. Mate
_ that administrators have supreme power, including deleting places and PlaceTypes.

User Directory

. Type the name of each individual or group to add on a new line, ar click Directory to select names from the
Other Options directony.

Select Time Zone admin/ om

Help

Remember to enter each
name on a new line!

&Y.y ClearTrust’ Page: 12
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Cleaning Up

Now, re-insert the ClearTrust DSAPI filter in the server document. Then, restart the server one last

time.

Note: The RSA ClearTrust DSAPI filter should be the last filter in the list. Authentication will not
behave correctly otherwise.

Testing the Setup

When Domino starts, you should be able to see startup notices for LTWP and RSA ClearTrust
DSAPI filters. Note that the LTWP message will show up as QuickPlace.

m ps116,/Ttwp: Lotus Domino Server

A2/09-2005 10:48:08

A2.-0%.-2005%
A2.-0%.-2005%
A2.-0%.-2005%
A2.-0%.-2005%
A2.-0%.-2005%
A2.-0%.-2005%
A2.-0%.-2005

on Loaded successfully

A2-09-2005 1@:48:

sfully

02-,07/2005 10:48:
02,87 /2005 10:48:
paded successfully

A2/0%-2005 1@:48:

A2-8%-2005 1

A2-/8%-2005 10:48:

t does not exist
02,87 /2885 1
02,07 /2085
22/89/2355

ae AM

a7 AM
18 AM

18 AM
18 AM
18 AM

AN
AN
AM

SchedMgr: Ualidating Schedule Database

Mail Router started for domain LTWP

Router: Internet SMTP host psli6 in domain pe.rsa.net
AMgr: Executive '1' started

LDAF Schema: Finished loading

JUM: Java Uirtuwual Machine initializ=ed.

HTTF Server: Java Uirtual Machine loaded

HTTF Server: DSAPI Domino Off-Line Services HTTP extensi

HTTF Server: DSAPI QuickPlace DSAFI Filter Loaded succes

SchedMgr: Done valid2%4Wy Schedulé Dutabase
HITF Server: DEAPI/ ClearTrust Agent 4.6 Tor Domino 6.5 L

Servlet engine initializwiien—was-successful

LDAP Server: Started

HITF JUM: File or directory C:“\Domino“Data“domino“servle

Wiidce: successTurly loaded Webh 880 Configuration.
kPlace Server started.358172.868

HTTPF Server: Started

Using the RSA ClearTrust Entitlements Manager, create entries for the Domino server, and a
sample Domino user. Then define resources for /homepage.nsf, and /QuickPlace on that server,
and entitlements for your sample user. Remember that in Domino, you must protect the database
and views separately (e.g. /abc, and /abc/*). Finally, add entitlements for the sample user for the

Domino server resources.

E&YAY ClearTrust’
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From a new browser, browse to http://servername.domainname. You should see the Domino

homepage. Then go to /homepage.nsf, which should show you the same page, after
authentication via RSA ClearTrust.

2 ClearTrust Basic Login Form - Microsoft Internet Explorer

File Edit Yiew Favorites Tools  Help #
Address |@ http:fips115.pe.rsa.neticleartrustict_logon_sn.html b | Go
)
@ ]
E&YAY ClearTrust
1 1 H H
{1 5 ClearTrust 'BASIC' Login Required
You are attempting to access a protected resource )
Please identify by entering wour user ID and password. T
User ID: |admin |
Password: |nnn. |
Copyright ©1997 - 2002 RS& Security, Inc, &ll rights reserved.
rowered by [EET ClearTrust’ el
< i | =

When you navigate from there to the QuickPlace home page (/QuickPlace), you can see that you

are automatically recognized by the RSA ClearTrust agent.

2 Welcome - quickplace - Microsoft Internet Explorer,

File Edit Wiew Favorites Tools Help #

Address |@ hitp: f{ps1 15, pe.rsa.netfQuickPlace/quickplace/Main. nsf fh_Toc 4df38202d748069d0525670800167 % | |zd Go
-+ |
I — AT

admin | Sign Out

by Places Welcome to IBM Lotus Team Workplace
Create a Place: IBM Lotus Team Waorkplace {QuickPlace) is an =
PlaceTypes award-winning, standards-based toal for team

collaboration. You can easily create a secure,

shared warkspace for your team that will help you
communicate, share information and resources,

keep track of meetings and tasks, and deliver =
projects on time.

Server Settings:
Select Time Zone

Help

Key Features

* Easy-to-use team workspaces

> Simple, browser-based access

* Excellent integration with Microsoft Office

* Team calendar integration with Lotus Motes and
tirrasnft Cnitlnnk |

&Y.y ClearTrust’
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As a last check, navigate to the web administration database (/webadmin.nsf). You will Notice that
even though the web admin database is protected by Domino, and not by RSA ClearTrust, the

Domino agent supplies the credentials to Domino’s native authentication, and the user is

recognized from his RSA ClearTrust SSO cookie.

A ps115/1s a Administration - Microsoft Internet Explorer
File Edit Yiew Favorites Tools  Help #
Address |@ http:fips115.pe.rsa. netiwebadmin. nsf V| Go
@ People & Groups] Files ] Sewer...] Messaging...] Heplicationl Configurationl [JLlogout  [JFreferences  [JHe
“V'ou [admindrza) are connected to:
o Server hame: pel158/rza

Hast narme: pz115 pe.rza net80
@ Yerzion and build: Releaze 6.5.11F1 [134)]

Operating system; Windows 2003 Server, [Windows/32)

i Directory & parhition; C:4DominoD ata [C.Doming. Data)
g Server date & time: 12/16/2004 04:22:33 PM

Elapsed up-time: 2 days, 084753

Transactionz/minute:  Last minute: 0; Last hour: 1; Peak: 81

Peak # of sessions: 4 at 12/16/2004 04:03:34 PM

Transactions: 83, Max. concurent: 20

W aiting tasks: i] L

Aneailability [ndes: 100 [state: AVAILABLE)

b ail domair: 1sa

I ail tracking: Mot Enabled

I ail journalling: Mot Enabled

Shared mail Mat Enabled

[ [ 1 E
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7.Certification Checklist for Portal Servers and Web-Based Apps

Date Tested: February 7, 2005

Product Tested Version

RSA ClearTrust 5.5.2,5.5.3

Team Workplace 6.5.1

Domino 6.5.11F1, 6.5.2, 6.5.3

ClearTrust Agent for Domino 4.6

Test Case Result

Product Characteristics for SSO Support
Application/Portal is web-based, and supports access by a standard HTTP-based p
browser
Application/Portal runs on Web Server Platform supported by RSA ClearTrust P
Application/Portal login interface can be modified or replaced P
Application/Portal can extract user information from RSA ClearTrust session cookie P
Application/Portal can extract user information from HTTP Headers N/A
Application/Portal can extract authentication type from RSA ClearTrust session cookie N/A
Application/Portal can extract authentication type from HTTP Headers N/A
Application/Portal can perform SSO with other RSA ClearTrust-supported Web Server P

Login - General
HTTP basic authentication P
Forms based P
Forms based w/ URI retention P

Login — Basic Authentication
Access Denied for unauthorized user P
Successful login for authorized user P
Successful recognition of identity/personalization in 3" Party Product P
Successful recognition of identity/personalization after SSO with other RSA ClearTrust- p
supported Web Server

Login —Graded Authentication
Access Denied for unauthorized user N/A
Successful login for authorized user N/A
Successful recognition of identity/personalization in 3" Party Product N/A
Successful recognition of identity/personalization after SSO with other RSA ClearTrust- N/A
supported Web Server

SWA/ATB

&Y.y ClearTrust’
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8.Known Issues

Authentication Via QuickPlaceLoginForm May Cause Domino Server Exit

While using RSA ClearTrust Agent v4.6 for Domino, authenticating a user via
QuickPlaceLoginForm when the ClearTrust DSAPI filter is in place may cause the Domino server to
exit. There is a fix available for this behavior from RSA technical support. To acquire this, ask for
RSA ClearTrust Agent Hotfix 4.6.0.17.

This issue can also be worked around by deleting the login mapping created in the Web
Configuration Database, and protecting the Team Workplace resources with ClearTrust.

&Y.y ClearTrust’ Page: 17
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Free Manuals Download Website
http://myh66.com
http://usermanuals.us

http://www.somanuals.com

http://www.4manuals.cc

http://www.manual-lib.com

http://www.404manual.com

http://www.luxmanual.com

http://aubethermostatmanual.com

Golf course search by state

http://golfingnear.com

Email search by domain

http://emailbydomain.com

Auto manuals search

http://auto.somanuals.com

TV manuals search

http://tv.somanuals.com
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http://aubethermostatmanual.com/
http://www.golfingnear.com/
http://emailbydomain.com/
http://auto.somanuals.com/
http://tv.somanuals.com/
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